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1. หลักการและเหตุผล  

   ระบบเทคโนโลยีสารสนเทศของมหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือเปนโครงสราง

พ้ืนฐานท่ีมีบทบาทสำคัญยิ่งตอการบริหารราชการ การใหบริการทางการศึกษา การวิจัย และภารกิจสนับสนุน

อ่ืน ๆ ของมหาวิทยาลัย การดำรงไวซ่ึงความม่ันคงปลอดภัย ความพรอมใชงาน และความตอเนื่องของระบบ

สารสนเทศจึงถือเปนภารกิจเชิงยุทธศาสตรท่ีตองดำเนินการอยางเครงครัดและเปนระบบ  

อยางไรก็ตาม ระบบเทคโนโลยีสารสนเทศมีความเสี่ยงท่ีจะไดรับผลกระทบจากเหตุการณฉุกเฉิน

หลากหลายรูปแบบ เชน ความขัดของของอุปกรณหรือระบบงาน ภัยธรรมชาติ เหตุเพลิงไหม การกอกวนทางไซ

เบอร การสูญหายหรือรั่วไหลของขอมูล ตลอดจนเหตุการณท่ีทำใหบุคลากรไมสามารถปฏิบัติงานไดตามปกติ 

เหตุการณเหลานี้อาจสงผลกระทบโดยตรงตอความตอเนื่องทางธุรกิจ ความปลอดภัยของขอมูล และความ

เชื่อม่ันในระบบเทคโนโลยีสารสนเทศของมหาวิทยาลัย 

ดังนั้น สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศจึงจัดทำ “แผนรองรับสถานการณฉุกเฉิน 

(Contingency Planning)” ข้ึน เพ่ือกำหนดแนวทาง ข้ันตอน และมาตรการตอบสนองเหตุการณฉุกเฉินอยาง

เปนระบบ สามารถบรรเทาความเสียหาย ฟนฟูระบบงานสำคัญใหกลับมาดำเนินการไดอยางรวดเร็ว และรักษา

ความพรอมในการรองรับสถานการณท่ีไมคาดคิด 

2. วัตถุประสงค  

   1. เพ่ือเปนแนวทางในการดูแลรักษาระบบความม่ันคงปลอดภัยของระบบเทคโนโลยีสารสนเทศและ

ฐานขอมูลใหมีเสถียรภาพและความพรอมสำหรับการใชงาน 

   2. เพ่ือลดความเสียหายท่ีอาจจะเกิดข้ึนแกระบบเทคโนโลยีสารสนเทศและฐานขอมูล 

   3. เพ่ือใหระบบเทคโนโลยีสารสนเทศและฐานขอมูลสามารถดำเนินการไดอยางตอเนื่อง และมี

ประสิทธิภาพ สามารถแกไขสถานการณไดอยางทันทวงที 

   4. เพ่ือเตรียมความพรอมรับสถานการณฉุกเฉินท่ีอาจจะเกิดข้ึนกับระบบเทคโนโลยีสารสนเทศและ

ฐานขอมูลของมหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ 

   5. เพ่ือสรางความเขาใจรวมกันระหวางผูบริหารและผูปฏิบัติ ในการดูแลรักษาระบบความปลอดภัยของ

ระบบเทคโนโลยีสารสนเทศและฐานขอมูลของมหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ 

3. การวิเคราะหความเสี่ยง  

   ดวยพันธกิจของสำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ ท่ีใหบริการระบบเทคโนโลยีสารสนเทศ

เพ่ือการบริหารจัดการ การเรียนการสอน การทำวิจัย แกมหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือจึง

มีความจำเปนตองมีการบริหารจัดการความเสี่ยงในกระบวนการวิเคราะห ประเมิน ควบคุม ดูแล ภารกิจ 
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กิจกรรมของกระบวนการทำงานอันจะเกิดความผิดพลาด ความเสียหาย ความสูญเปลาและเหตุการณท่ีไมพึง

ประสงค แลวมีผลกระทบทำใหขัดขวางการดำเนินงานใหไมบรรลุเปาหมาย 

   จากการวิเคราะหและตรวจสอบความเสี่ยงดานเทคโนโลยีสารสนเทศและฐานขอมูลของสำนัก

คอมพิวเตอรและเทคโนโลยีสารสนเทศ มหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ พบดานความเสี่ยง

ท่ีอาจเปนอันตรายตอระบบเทคโนโลยีสารสนเทศ ดังนี้ 

   1. ความเสี่ยงดานอุปกรณเทคโนโลยีสารสนเทศ เกิดจากความผิดพลาดของอุปกรณ การเคลื่อนยาย

อุปกรณ การติดตั้งอุปกรณในพ้ืนท่ีไมเหมาะสม อายุการใชงานของอุปกรณ อุปกรณชำรุด อุปกรณไมรองรับการ

เปลี่ยนแปลงของเทคโนโลยี เปนตน 

   2. ความเสี่ยงดานกายภาพและสิ่งแวดลอม เกิดจากภัยคุกคามท้ังภัยจากธรรมชาติ และภัยท่ีมนุษยทำ

ข้ึน เชน วาตภัย อุทกภัย ฟาผา น้ำทวม กระแสไฟฟาขัดของ เพลิงไหม การควบคุมอุณหภูมิและความชื้น การ

ปรับปรุงสถานท่ี การไมมีระบบรักษาความปลอดภัยของหองคอมพิวเตอรแมขาย การกอการรายและการ

โจรกรรม เปนตน 

   3. ความเสี่ยงดานโปรแกรมคอมพิวเตอร เกิดจากระบบการทำงานของโปรแกรมตางๆ เชน การใช

โปรแกรมท่ีไมมีลิขสิทธิ์ถูกตอง ชองโหวของซอฟแวรท่ีพัฒนาข้ึน ถูกผูไมหวังดีทำลายระบบ มัลแวรและไวรัส

คอมพิวเตอร เปนตน 

   4. ความเสี่ยงดานระบบสารสนเทศและขอมูลสารสนเทศ เกิดกับระบบสารสนเทศและขอมูล

สารสนเทศอันอาจจะกอใหเกิดความเสียหาย ระบบหยุดทำงานหรือไมสามารถใชงานได ขอมูลถูกทำลาย การ

ลักลอบเขามาแกไขเปลี่ยนแปลงขอมูล การโจรกรรมขอมูล การสำรองขอมูลท่ีไมเหมาะสม 

   5. ความเสี่ยงดานบุคลากร เกิดจากบุคลากรท่ีเก่ียวของกับการดำเนินงานดานเทคโนโลยีสารสนเทศ 

การวางแผน การตรวจสอบ การทำงาน ความไมพรอมของบุคลากรในการปฏิบัติงาน เชน การเจ็บปวย การ

กำหนดหนาท่ีและสิทธิของบุคลากร/คณะทำงานท่ีมีสวนเก่ียวของกับการดำเนินการทุกฝายอยางละเอียดถ่ีถวน 

เพ่ือใหบุคลากรมีความรู ความเขาใจในการทำงาน การดูแลรักษาความปลอดภัยระบบเทคโนโลยีสารสนเทศ 

รวมถึงบุคลากรภายนอกท่ีเก่ียวของท้ังทางตรงและทางออม ซ่ึงเปนความเสี่ยงท้ังสิ้น 

4. ทีมงานบริหารการรองรับสถานการณฉุกเฉิน 

   เพ่ือใหแผนรองรับสถานการณ ฉุกเฉิน (Contingency Planning) ของสำนักคอมพิวเตอรและ

เทคโนโลยีสารสนเทศสามารถนำไปปฏิบัติไดอยางมีประสิทธิภาพและเกิดประสิทธิผล จะตองจัดตั้งทีมงาน

บริหารการรองรับสถานการณฉุกเฉินข้ึน ซ่ึงประกอบดวยหัวหนาทีมงานบริหารการรองรับสถานการณฉุกเฉิน 

และทีมงานบริหารการรองรับสถานการณฉุกเฉิน โดยทุกตำแหนงจะตองรวมมือกันดูแล ติดตาม ปฏิบัติงาน 
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และกูคือเหตุการณฉุกเฉินในฝายงานของตนเอง ใหสามารถกลับเขาสูสภาวะปกติไดโดยเร็ว โดยทีมงานบริหาร

การรองรับสถานการณฉุกเฉินไดแบงผูรับผิดชอบตามพันธกิจหลักของแตละฝาย ดังภาพท่ี 1 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ภาพท่ี 1 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉิน  

สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ 

   ในกรณีท่ีบุคลากรหลักไมสามารถปฏิบัติหนาท่ีได ใหบุคลากรสำรองรับผิดชอบทำหนาท่ีในบทบาทของ

บุคลากรหลัก ปรากฏดังตารางท่ี 1  

 

 

หัวหนาคณะบริหารการรองรับสถานการณฉุกเฉิน

รศ. ดร.ชูพันธุ รัตนโภคา  089-898xxxx

ผูประสานงานคณะบริหารการรองรับสถานการณฉุกเฉิน

รศ ดร.ประเสริฐศักดิ์  เตียวงศสมบัต ิ090-973xxxx

ผูประสานงานคณะบริหารการรองรับสถานการณฉุกเฉิน

อาจารยณัฐวุฒิ สรอยดอกสน089-886xxxx

ผูประสานงานและหัวหนาทีม

บริหารการรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ วิทยาเขตปราจีนบุร)ี

ผศ.ดร.บีสุดา ดาวเรือง 089-920xxxx

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวชาลินทร เกรียงสินยศ  081-664xxxx

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายพีรพันธ รุจิพงษกุล  089-118xxxxx
หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางณิชาพร ชื่อสุธรรม 098-463xxxx
หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(ฝายบริการวิชาการและสงเสริมการวิจัย)

นายวัชร พิชยนันท 095-165-xxxx

ผูประสานงานคณะบริหารการรองรับสถานการณฉุกเฉิน

ผศ.ดร..สุธิดา ชัยชมชื่น 098-829xxxx

ผูประสานงานและหัวหนาทีม

บริหารการรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ วิทยาเขตระยอง)

รศ. ปรีชา ชมขํา  081-305xxxx

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(รักษาการหัวหนาฝายเทคโนโลยีสารสนเทศ 

วิทยาเขตปราจีนบุรี)

นายเกษม ต้ังเกียรติศิริ 086-529xxxx หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(รักษาการหัวหนาฝายเทคโนโลยีสารสนเทศ 

วิทยาเขตระยอง)

นางสาวเขมจิรา มงคลนํา 098-689xxxx
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ตารางท่ี 1 รายช่ือบุคลากรและบทบาทของทีมงานบริหารการรองรับสถานการณฉุกเฉิน 

บุคลากรหลัก บทบาท บุคลากรสำรอง 

ชื่อ เบอรโทรศัพท ชื่อ เบอรโทรศัพท 

รศ. ดร.ชูพันธุ รัตนโภคา 

ผูอำนวยการ 

089-898xxxx หัวหนาคณะบริหาร

การรองรับ

สถานการณฉุกเฉิน 

รศ. ดร.ประเสริฐศักด์ิ เตียวงศสมบัติ

รองผูอำนวยการฝายบริหาร 

090-973xxxx 

รศ. ดร.ประเสริฐศักดิ์ เตียวงศสมบัติ

รองผูอำนวยการฝายบริหาร 

090-973xxxx ผูประสานงานคณะ

บริหารการรองรับ

สถานการณฉุกเฉิน 

อาจารยณัฐวุฒิ สรอยดอกสน 

รองผูอำนวยการฝายวิชาการ 

 

 

089-886xxxx 

อาจารยณัฐวุฒิ สรอยดอกสน 

รองผูอำนวยการฝายวิชาการ  

089-886xxxx ผูประสานงานคณะ

บริหารการรองรับ

สถานการณฉุกเฉิน 

นางสาวชาลินทร เกรียงสินยศ   

หัวหนาสำนักงานผูอำนวยการ 

081-664xxxx 

ผศ.ดร.บีสุดา ดาวเรือง  

ผูชวยผูอำนวยการฝายเทคโนโลยี

สารสนเทศ มจพ. ปราจีนบุรี 

089-920xxxx ผูประสานงานและ

หัวหนาทีมบริหาร 

การรองรับ 

สถานการณฉุกเฉิน  

นายเกษม  ต้ังเกียรติศิริ 

รักษาการหัวหนาฝาย 

086-529xxxx 

รศ.ปรีชา คมขำ 

ผูชวยผูอำนวยการฝายเทคโนโลยี

สารสนเทศ มจพ. ระยอง 

081-305xxxx ผูประสานงานและ

หัวหนาทีมบริหาร 

การรองรับ 

สถานการณฉุกเฉิน 

นางสาวเขมจิรา มงคลนำ 

รักษาการหัวหนาฝาย 

098-689xxxx 

นางสาวชาลินทร เกรียงสินยศ   

หัวหนาสำนักงานผูอำนวยการ 

081-664xxxx หัวหนาทีมบริหารการ

รองรับสถานการณ

ฉุกเฉิน 

รศ. ดร.ชูพันธุ รัตนโภคา 

ผูอำนวยการ 

089-898xxxx 

นายพีรพันธ รุจิพงษกุล 

หัวหนาฝายวิศวกรรมระบบเครือขาย 

089-118xxxxx หัวหนาทีมบริหารการ

รองรับสถานการณ

ฉุกเฉิน 

รศ. ดร.ชูพันธุ รัตนโภคา 

ผูอำนวยการ 

089-898xxxx 

นางณิชาพร ชื่อสุธรรม  

หัวหนาฝายพัฒนาระบบสารสนเทศ 

098-463xxxx หัวหนาทีมบริหารการ

รองรับสถานการณ

ฉุกเฉิน 

รศ. ดร.ชูพันธุ รัตนโภคา 

ผูอำนวยการ 

089-898xxxx 

นายวัชร พิชยนันท  

หัวหนาฝายบริการวิชาการและ

สงเสริมการวิจัย 

095-165-xxxx หัวหนาทีมบริหารการ

รองรับสถานการณ

ฉุกเฉิน 

รศ. ดร.ชูพันธุ รัตนโภคา 

ผูอำนวยการ 

089-898xxxx 

 

   ทีมงานบริหารการรองรับสถานการณฉุกเฉินภายในสำนักคอมพิวเตอรไดแบงเปน 6 ทีมงานยอย    

ตามพันธกิจ และความรับผิดชอบของแตละฝาย ไดแก สำนักงานผูอำนวยการ ฝายวิศวกรรมระบบเครือขาย 

ฝายพัฒนาระบบสารสนเทศ ฝายบริการวิชาการและสงเสริมงานวิจัย ฝายเทคโนโลยีสารสนเทศ วิทยาเขต

ระยอง และฝายเทคโนโลยีสารสนเทศ วิทยาเขตปราจีนบุรี 
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5. แผนปฏิบัติการฉุกเฉินของสำนักงานผูอำนวยการ 

   โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของสำนักงานผูอำนวยการ แสดงดังภาพท่ี 2 

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวชาลินทร เกรียงสินยศ   081-644xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวพิรานันท  ลางดี   081-699xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางศรินญา  พงศส ุริยา   088-979xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวนัฏฐหทัยกร  อรามพงษ  097-549xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวรจนา  บุญแกว   061-546xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวจารุชา  เจือทอง   061-465xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(สํานักงานผูอํานวยงาน)

นางสาวอัญชสา  โดดเด่ียว  098-942xxxx

 

ภาพท่ี 2 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของสำนักงานผูอำนวยการ 

   โดยมีรายละเอียดชื่องานและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณ ฉุกเฉินของสำนักงาน

ผูอำนวยการ ดังตารางท่ี 2 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 3 

ตารางท่ี 2 รายช่ือระบบงานและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (สำนักงานผูอำนวยการ) 

ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 งานพัสด ุ หอง 250  ชาลินทร  เกรียงสินยศ 081-644xxxx 

2 งานบัญชีและงบประมาณ หอง 250  พิรานันท  ลางด ี 081-699xxxx 

3 งานนโยบายและแผน หอง 250  ศรินญา  พงศสุรยิา 088-979xxxx 

4 งานการเงิน หอง 250  นัฏฐหทัยกร  อรามพงษ 097-549xxxx 

5 งานบุคคล หอง 502 จารุชา  เจือทอง 061-465xxxx 

6 งานสารบรรณและธุรการท่ัวไป หอง 502 รจนา  บุญแกว 

อัญชสา  โดดเดี่ยว 

061-546xxxx 

098-942xxxx 
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ตารางท่ี 3 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับสำนักงานผูอำนวยการ 

งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

1 .งานพัสดุ ชาลินทร  เกรียงสินยศ - ระบบเครือขายมี 

ปญหา ทำใหเขา 

ระบบสนเทศ ไมได 

 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบสารสนเทศ 

- ฝายวิศวกรรมระบบเครือ 

ขาย 

- กองงานพัสดุ 

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

- ผูรับผดิชอบไม 

สามารถปฏิบัตหินาท่ีได  

- แบงงานเพ่ือรองรับการปฏิบัติงาน 

แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ปฏิบัติงานตามเอกสารเดิม 

- ขอคำแนะนำจากหนวยงานสนับ 

สนุน 

- กองงานพัสดุ 

- ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตาม 

แผนปองกันและระงับอัคคีภัย 

 

- กองอาคารสถานท่ีและ 

ยานพาหนะ 

  -การแพรระบาดของ 

โรคระบาด 

-สำรองขอมูล - ปฏิบัติตามประกาศ 

มหาวิทยาลยัและของ สำนักฯ 

- ปรับเปลี่ยนกระบวนการ 

ทำงานใหเขากับ สถานการณ 

มหาวิทยาลยั 

2. งานบัญชีและ 

งบประมาณ 

พิรานันท  ลางด ี - ระบบเครือขายมี 

ปญหา ทำใหเขา 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบ 

สารสนเทศ 
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งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 

 

ระบบสนเทศ ไมได 

 

 - ฝายวิศวกรรมระบบ 

เครือขาย 

- กองคลัง 

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

- ผูรับผดิชอบไม 

สามารถปฏิบัติ 

หนาท่ีได  

- แบงงานเพ่ือรองรับการปฏิบัติงาน 

แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ปฏิบัติงานตามเอกสารเดิม 

- ขอคำแนะนำจากหนวยงาน 

สนับสนุน 

- กองคลัง 

- ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตามแผนปองกันและระงับ 

อัคคีภัย 

 

- กองอาคารสถานท่ีและ 

ยานพาหนะ 

  -การแพรระบาดของ 

โรคระบาด 

- สำรองขอมูล - ปฏิบัติตามประกาศมหาวิทยาลัย 

และของสำนักฯ 

- ปรับเปลี่ยนกระบวนการทำงาน 

ใหเขากับสถานการณ 

มหาวิทยาลยั 

3. งานนโยบายและ 

แผน 

ศรินญา  พงศสุรยิา - ระบบเครือขายมี 

ปญหา ทำใหเขา 

ระบบสนเทศ ไมได 

 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบ 

สารสนเทศ 

- ฝายวิศวกรรมระบบ 

เครือขาย 

-ฝายบริการวิชาการฯ 
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งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- กองแผนงาน 

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

- ผูรับผดิชอบไม 

สามารถปฏิบัตหินาท่ีได  

- แบงงานเพ่ือรองรับการปฏิบัติงาน 

แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ปฏิบัติงานตามเอกสารเดิม 

- ขอคำแนะนำจากหนวยงาน 

สนับสนุน 

-  กองแผนงาน               

-  บุคลากรฝายอ่ืนท่ีมี 

สวนเก่ียวของกับงานน้ัน ๆ 

 

- ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตามแผนปองกันและ 

ระงับอัคคีภัย 

- กองแผนงาน 

- กองอาคารสถานท่ีและ 

ยานพาหนะ 

 

  - การแพรระบาดของ 

โรคระบาด 

- สำรองขอมูล - ปฏิบัติตามประกาศมหาวิทยาลัย 

และของสำนักฯ 

- ปรับเปลี่ยนกระบวนการทำงาน 

ใหเขากับสถานการณ 

มหาวิทยาลยั 

4. งานการเงิน 

 

 

 

 

 

 

นัฏฐหทัยกร อรามพงษ - ระบบเครือขายมี 

ปญหา ทำใหเขา 

ระบบสนเทศ ไมได 

 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบสารสนเทศ 

- ฝายวิศวกรรมระบบ 

เครือขาย 

- กองคลัง 

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

- ผูรับผดิชอบไม - แบงงานเพ่ือรองรับการปฏิบัติงาน - ปฏิบัติงานตามเอกสารเดิม - กองคลัง 
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งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

สามารถปฏิบัตหินาท่ีได  แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ขอคำแนะนำจากหนวยงาน 

สนับสนุน 

- ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตามแผนปองกันและ 

ระงับอัคคีภัย 

 

- กองอาคารสถานท่ีและ 

ยานพาหนะ 

  - การแพรระบาดของ 

โรคระบาด 

- สำรองขอมูล - ปฏิบัติตามประกาศมหาวิทยาลัย 

และของสำนักฯ 

- ปรับเปลี่ยนกระบวนการทำงาน 

ใหเขากับสถานการณ 

มหาวิทยาลยั 

5. งานบุคคล จารุชา เจือทอง - เครื่องสแกนลาย 

น้ิวมือเสีย 

- จัดเตรยีมใบเซ็นช่ือใหบุคลากร 

 

- แจงผูดูแลดำเนินการแกไข 

- แจงบุคลากรลงช่ือแทนการ 

สแกนลายน้ิวมือ 

- เมื่อเครื่องสแกนลายน้ิวมือ 

ใชงานไดตามปกติ 

ใหนำขอมูลลงเวลาปฏิบัติบันทึกลง 

ในเครื่องสแกนลายน้ิวมือ 

- ฝายวิศวกรรมระบบ 

เครือขาย 

(แกไขปญหาเบ้ืองตน) 

- งานพัสดุ 

(ประสานงานกับบริษัทเขาทำ

การตรวจซอมระบบเครื่อง 

สแกนลายน้ิวมือ) 

- ระบบเครือขายมี 

ปญหา ทำใหเขา 

ระบบสนเทศ ไมได 

 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบสารสนเทศ 

- ฝายวิศวกรรมระบบ 

เครือขาย 

- กองบริหารและจดัการ 
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งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ทรัพยากรมนุษย ื

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

  - ผูรับผดิชอบไม 

สามารถปฏิบัตหินาท่ีได  

- แบงงานเพ่ือรองรับการปฏิบัติงาน 

แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ปฏิบัติงานตามเอกสารเดิม 

- ขอคำแนะนำจากหนวยงาน 

สนับสนุน 

-  กองบริหารและจดัการ 

ทรัพยากรมนุษย 

- งานสิทธิประโยชนเก้ือกูล 

บุคลากร 

-   งานวัสดิการมหาวิทยาลัย             

- บุคลากรฝายอ่ืนท่ีมีสวน 

เก่ียวของกับงานน้ัน ๆ 

  - ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตาม 

แผนปองกันและระงับอัคคีภัย 

- กองบริหารและจดัการ 

ทรัพยากรมนุษย 

- กองอาคารสถานท่ีและ 

ยานพาหนะ 

  - การแพรระบาดของ 

โรคระบาด 

- สำรองขอมูล - ปฏิบัติตามประกาศมหาวิทยาลัย 

และของสำนักฯ 

- ปรับเปลี่ยนกระบวนการทำงานให 

เขากับสถานการณ 

มหาวิทยาลยัฯ 

6. งานสารบรรณ 

และธุรการท่ัวไป 

รจนา  บุญแกว 

อัญชสา โดดเดี่ยว 

- ระบบเครือขายมี 

ปญหา ทำใหเขา 

ระบบสนเทศ ไมได 

 

- จัดลำดับความสำคัญของงาน 

- เขาระบบโดยใชเครือขายสวนตัว 

 

-  แจงผูดูแลระบบดำเนินการแกไข 

 

- ฝายพัฒนาระบบ 

สารสนเทศ 

- ฝายวิศวกรรมระบบ 

เครือขาย 
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งาน (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง 

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- กลุมงานสารบรรณ 

สำนักงานอธิการบด ี

- เครื่องคอมพิวเตอร 

ใชงานไมได 

- สำรองขอมูล - แจงผูดูแลดำเนินการแกไข 

- นำขอมูลท่ีสำรองมาใชงาน 

- ฝายบริการวิชาการฯ 

  - ผูรับผดิชอบไม 

สามารถปฏิบัตหินาท่ีได  

- แบงงานเพ่ือรองรับการปฏิบัติงาน 

แทน 

- จัดเก็บเอกสารใหเขาถึงงาย 

สำหรับผูปฏิบัติงานแทน 

- ปฏิบัติงานตามเอกสารเดิม 

- ขอคำแนะนำจากหนวยงาน 

สนับสนุน 

-  กลุมงานสารบรรณ 

สำนักงานอธิการบดี             

-  บุคลากรฝายอ่ืนท่ีมี 

สวนเก่ียวของกับงานน้ัน ๆ 

  - ไฟดับ  

- เกิดอัคคีภัย 

- แผนดินไหว 

- ภัยพิบัติอ่ืนๆ 

- สำรองขอมูล - ปฏิบัติตาม 

แผนปองกันและระงับอัคคีภัย 

- กลุมงานสารบรรณ 

สำนักงานอธิการบด ี

- กองอาคารสถานท่ี 

และยานพาหนะ 

  - การแพรระบาดของ 

โรคระบาด 

- สำรองขอมูล - ปฏิบัติตามประกาศมหาวิทยาลัย 

และของสำนักฯ 

- ปรับเปลี่ยนกระบวนการทำงานให 

เขากับสถานการณ 

มหาวิทยาลยัฯ 
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6. แผนปฏิบัติการฉุกเฉินของฝายวิศวกรรมระบบเครือขาย 

   โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายวิศวกรรมระบบเครือขาย แสดงดัง  

ภาพท่ี 3 

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายพีรพันธ  รุจิพงษกุล  089-118xxxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายอภิชิต  เส็งขํา   089-244xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายธีรสิทธ์ิ  พิชญังกูล   086-977xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายอิศเรศ  สมณะ   085-384xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายพีรธัช  หนูช ู 086-609xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายวิศวกรรมระบบเครือขาย)

นายจันตพงษ  บุตรลักษณ   086-151xxxx

 

ภาพท่ี 3 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายวิศวกรรมระบบเครือขาย 

 

  โดยมีรายละเอียดชื่อของระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉินของฝายวิศวกรรม

ระบบเครือขาย ดังตารางท่ี 4 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 5 

ตารางท่ี 4 รายช่ือระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (ฝายวิศวกรรมระบบเครือขาย) 

ลำดับท่ี ระบบท่ีอยูในความรับผิดชอบ ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 เครื่องสำรองไฟฟา UPS 

 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายอภิชิต  เส็งขำ 

นายพีรธัช  หนูชู 

นายพีรพันธ  รุจิพงษกุล 

089-224xxxx 

086-609xxxx 

089-118xxxx 

2 หองแบตเตอรี ่

 

หองแบตเตอรี่ 312 นายอภิชิต  เส็งขำ 

นายพีรธัช  หนูชู 

นายพีรพันธ  รุจิพงษกุล 

089-224xxxx 

086-609xxxx 

089-118xxxx 

3 ระบบรักษาอุณหภมูิหอง CPU 

 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายอภิชิต  เส็งขำ 

นายพีรธัช  หนูชู 

นายพีรพันธ  รุจิพงษกุล 

089-224xxxx 

086-609xxxx 

089-118xxxx 
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ลำดับท่ี ระบบท่ีอยูในความรับผิดชอบ ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

4 ระบบเครือขาย 

 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายจันตพงษ  บุตรลักษณ 

นายอภิชิต  เส็งขำ 

นายอิศเรศ  สมณะ 

086-151xxxx 

089-224xxxx 

085-384xxxx 

5 ระบบ Microsoft 365 Cloud นายธีรสิทธ์ิ  พิชญังกูร 086-977xxxx 

6 ระบบ Firewall  

 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายอิศเรศ  สมณะ 

นายจันตพงษ  บุตรลักษณ 

นายพีรพันธ  รุจิพงษกุล 

085-384xxxx 

086-151xxxx 

089-118xxxx 

7 ระบบสำรองขอมูลทางไกล หอง Server ปราจีน นายจันตพงษ  บุตรลักษณ 086-151xxxx 

8 Web Hosting อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายจันตพงษ  บุตรลักษณ 086-151xxxx 

9 ระบบเปดปดประตดูวยสมารทการด 

 

อาคารอเนกประสงค 

ช้ัน 4 หอง 540  

นายพีรพันธ  รุจิพงษกุล

นายอภิชิต  เส็งขำ 

089-118xxxx 

089-224xxxx 

10 ระบบการเช่ือมตอเครือขายเสมือน 

(FirePower 1140) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายพีรธัช  หนูชู 086-609xxxx 

11 ระบบใหบริการ 

Web Application Firewall 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายจันตพงษ  บุตรลักษณ 

 

086-151xxxx 

12 ระบบใหบริการเซริฟเวอรเสมือน อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายจันตพงษ  บุตรลักษณ 086-151xxxx 

13 ระบบใหบริการ DNS หอง Server 408 

(NS1, NS2) 

หอง Server ระยอง 

(NS5) 

หอง Server ปราจีน ( 

NS3) 

นายจันตพงษ  บุตรลักษณ 086-151xxxx 

14 ระบบ CCTV อาคารอเนกประสงค 

ช้ัน 4 หอง Server 409 

นายพีรพันธ  รุจิพงษกุล 089-118xxxx 

15 ระบบ VDO Conference หองประชุมราชพฤกษ นายพีรพันธ  รุจิพงษกุล 089-118xxxx 

16 ระบบปองกันความปลอดภัย

เครือขาย Net41 (SonicWall 

NSA3600) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายพีรธัช  หนูชู 

นายจันตพงษ  บุตรลักษณ 

086-609xxxx 

086-151xxxx 

17 ระบบปองกันความปลอดภัย

เครือขาย สำนักงานอธิการบดี 

(Sophos XG2300) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 408 

นายพีรธัช  หนูชู 

นายจันตพงษ  บุตรลักษณ 

086-609xxxx 

086-151xxxx 
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ตารางท่ี 5 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับฝายวิศวกรรมระบบเครือขาย 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

1. เคร่ืองสำรองไฟฟา 

UPS 

 

อภิชิต  เส็งขำ 

พีรธัช  หนูชู 

พีรพันธ  รุจิพงษกุล 

-ระบบไฟฟาขัดของ/

ระบบไฟฟาดับ 

-UPS Alarm 

 

- ตรวจสอบและบำรุงรักษา 

UPS ทุก 3 เดือนตามสญัญา 

- ทดสอบการทำงานของเครื่อง 

UPS โดยตัดไฟฟาท่ีปอนเขา  

- ตรวจสอบระบบDCIM และ

การแจงเตือนผาน Email  

 

- เครื่องสำรองไฟฟาขนาด 40 KVA 1 ระบบ และ 

60 KVA  1 ระบบ ทำงานจายกำลังไฟฟาให ช้ัน 4 

ไดแก หอง Server และหองฝายวิศวกรรมระบบ

เครือขาย 

- ตรวจสอบสถานะ UPS และไฟแสดงการทำงาน 

UPS ผิดปกติไหม 

- เมื่อไฟฟาหลักขัดของ/ไฟฟาดับ ใหเฝาและตรวจ

การทำงาน โดยตรวจสอบท่ีUPS สามารถสำรอง

ไฟฟาไดก่ีนาทีและลดภาระโดยการปดเครื่อง

คอมพิวเตอรท่ีไมตองการการประมวลผล 

- เมื่อเครื่องสำรองไฟฟา UPS ไมทำงาน เมื่อไฟฟา

หลักขัดของใหรีบปดเครื่องคอมพิวเตอร อุปกรณ 

และปรับการทำงานของเครื่องสำรองไฟฟา UPS  

ไปท่ี "by passed" แลวแจงบริษัทผูรับผิดชอบ

ทันที 

- เมื่อเครื่องสำรองไฟฟา UPS ชำรุด 1 ระบบ   

  สามารถโอนยาย Load ไปยังอีกเครื่องท่ียัง 

  สามารถทำงานได 

- งานอาคารสถานท่ี  

คุณอเนก  089-962xxxx 

-  SITEM 

   โทร 02-591-5000 

   โทรสาร 02-591-9119 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

- ทดสอบการเช่ือมตอ VPN 

- ตรวจสอบการทำงานของ 

1. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

ผูอำนวยการสำนักคอมฯ 

, ผูบริหารระดับสูง ของ
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

UPS ผานระบบ DCIM 2. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ  

3. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS เพ่ือยกเลิกใช

แบตเตอรี่ ถามีเหตุสุดวิสัยท่ีตองเขาปฏิบัติงานท่ี

ม ห า วิท ย าลั ย ให  ผู รั บ ผิ ด ช อ บ เดิ น ท างม า

มหาวิทยาลัยเพ่ือปฏิบัติงานดวยความระวังอยาง

ท่ีสุด 

มหาวิทยาลยั  

 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

2. หองแบตเตอร่ี 

 

 

อภิชิต  เส็งขำ 

พีรธัช  หนูชู 

พีรพันธ  รุจิพงษกุล 

- แบตเตอรี่เสื่อม - ตรวจสอบและบำรุงรักษา 

แบตเตอรีทุก 3 เดือนตาม

สัญญา 

- ทดสอบระบบปรับอากาศ 2   

  ระบบ ท่ีสามารถทำงาน 

  สลับกันอัตโนมัต ิ

- ติดตั้งและทดสอบระบบ 

  ตรวจจับควันและระบบ 

  สัญญาณเตือนไฟไหมพรอม

ถังน้ำยาดับเพลิงชนิดใชกับ

เปลวไฟติดตั้งภายนอกหอง 

- เมื่ออุณหภมูิภายในหองเกิน 30 องศาเซลเซยีส  

  ใหเปดเครื่องปรับอากาศเพ่ือระบายความรอน 

- เมื่อระบบสัญญาณเตือนไฟไหมดังข้ึนใหเตรียมถัง

ดับเพลิง พรอมดบัเพลิงหากมีเปลวไฟ 

- แจงบริษัทผูรับผดิชอบทันที 

- งานพัสดุ  

  สำนักคอมพิวเตอร ฯ  

  โทร 2206 

-  SITEM 

   โทร 02-591-5000 

   โทรสาร 02-591-9119 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

บุคลากรไมสามารถ

เขามาปฎิบัตงานใน

มหาวิทยาลยัได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง 

 

 

1. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

2. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ  

3. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS เพ่ือยกเลิกใช

แบตเตอรี่ ถามีเหตุสุดวิสัยท่ีตองเขาปฏิบัติงานท่ี

ม ห า วิท ย าลั ย ให  ผู รั บ ผิ ด ช อ บ เดิ น ท างม า

มหาวิทยาลัยเพ่ือปฏิบัติงานดวยความระวังอยาง

ท่ีสุด 

ผูอำนวยการสำนักคอมฯ 

, ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

- 

3. ระบบรักษา

อุณหภูมิหอง Server 

 

อภิชิต  เส็งขำ 

พีรธัช  หนูชู 

พีรพันธ  รุจิพงษกุล 

- ระบบควบคุม

ขัดของ  

- ไฟแสดงสถานะสี

แดงหนาเครื่องและมี

เสียงรอง 

 

 

 

 

- ตรวจสอบและบำรุงรักษา

ระบบ ทุก 3 เดือนตามสัญญา 

- ตรวจสอบสถานะการทำงาน

ของเครื่องและตรวจเช็คLog  

 - ซอมบำรุง ลางทำความ

สะอาด 

- เปลี่ยนตัวกรองอากาศ

เมื่อถึงเวลาท่ีกำหนดหรือ

ชำรุด 

- ระบบรักษาอุณหภูมหิอง Server จำนวน 2 

ระบบ สามารถทำงานไดพรอมกันและสามารถปรับ

อุณหภูมิและความช้ืนใหคงท่ีและเหมาะสมกับ 

สภาพแวดลอมการทำงานของเครือ่งคอมพิวเตอร 

และอุปกรณ 

- เมื่อระบบใดชำรดุใหหยดุการทำงานและเปดอีก 

  ระบบท่ียังคงใชงานไดตอไปและรีบแจงซอมตอ 

  บริษัทผูใหบริการ 

- เมื่อไฟฟาหลักขัดของเปนระยะเวลานานเปนผล 

-  SITEM 

   โทร 02-591-5000 

   โทรสาร 02-591-9119 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

- ตรวจเช็คน้ำยาและเติม

น้ำยาทำความเย็นใหระบบ

ทำงานถูกตอง 

- กำหนดอุณหภูมิภายใน

หอง Server ใหเหมาะสม 

-    ตรวจสอบระบบ DCIM 

และการแจงเตือนผาน Email 

  ใหระบบไมทำงานและอุณหภูมิในหอง Server 

เพ่ิม สูงข้ึนเกิน 30 องศาเซลเซียส ใหเปดหนาตาง

เพ่ือระบายความรอน 

- แจงบริษัทผูรับผดิชอบทันที 

 

 

 

 

บุคลากรไมสามารถ

เขามาปฎิบัตงานใน

มหาวิทยาลยัได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง 

- ทดสอบการเช่ือมตอ VPN  

- ตรวจสอบการทำงานของ 

ระบบรักษาอุณหภมูิหอง 

Server ผานระบบ DCIM  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบไปตรวจสอบและแกไขระบบ ถามี

เหตุสุดวิสัยท่ีตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให 

ผูรับผิดชอบเดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงาน

ดวยความระวังอยางท่ีสุด 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

- อบรม และมอบหมาย

ใหมีผูดูแลระบบสำรอง 

-  หัวหนาฝายพิจารณาผูรับผดิชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผิดชอบสำรอง

- 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ปฏิบัติงานแทน 

4. ระบบเครือขาย จันตพงษ  บุตรลักษณ 

อภิชิต  เส็งขำ 

อิศเรศ  สมณะ 

- ใชงานเครือขาย

ไมได 

- อุปกรณเครือขาย

ขัดของ 

 

 

 

 

 

 

 

 

 

 

 

- ตรวจสอบระบบเครือขายท้ัง

ภายในและภายนอกอาคาร 

- อุปกรณเครือขายขัดของ 

 

 

 

 

 

 

 

 

- ตรวจสอบสายสญัญาณท่ีเช่ือมตอไปยังอาคาร

และ Core Switch  ท่ีติดตั้งอยู ณ อาคารน้ันๆ 

หากไมสามารถเช่ือมตอเครือขายได 

- ตรวจสอบสัญญาณภายนอกตอนนอกและสำรวจ

จุดท่ีทำใหปญหา เชน สายเคบ้ิลขาด ชำรุด, 

อุปกรณเสีย เปนตน  

ระบบเครือขายแบงเปนสองสวน คือ Campus 

(Intranet) และ Internet 

- เมื่อระบบไฟฟาหลักขัดของและระบบไฟฟา

สำรองทำงานเปนปกติใหเครื่องและอุปกรณ

ในระบบทำงานตอไปได 

- เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงาน ใหรีบปดสวิทชของเครื่อง

และอุปกรณท้ังหมดและรอจนกวาระบบ

ไฟฟาหลักจะกลับเปนปกติ จึงสามารถเปด

ระบบท้ังหมดใหทำงาน 

- เมื่อระบบเครือขายขัดของสาเหตุจากการ

สื่อสารขอมูลมากเกินไปหรือการทำงาน

ผิดพลาดของระบบเอง ใหผูดูแลระบบ

ตรวจสอบอุปกรณเพ่ือหาสาเหตุและแกไข

เบ้ืองตน 

-3BB NOC :  

    02-6932100 

    02-1001333       

    081-3015507 

-UNINET NOC :  

    081-8436443 (ทวี) 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทน

โดยทันที 

บุคลากรไมสามารถ

เขามาปฎิบัตงานใน

มหาวิทยาลยัได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง 

 

 

 

- ทดสอบการเช่ือมตอ VPN 

- ตรวจสอบการทำงานของ 

ระบบ เครือข ายผ านระบบ 

PRTG 

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

สงเสริมงานวิจัยประชาสัมพันธใหสวนงานภายนอก 

4. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบไปตรวจสอบและแกไขระบบ ถามี

เหตุสุดวิสัยท่ีตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให 

ผูรับผิดชอบเดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงาน

ดวยความระวังอยางท่ีสุด 

- ผูอำนวยการสำนักคอม

ฯ , ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

- อบรม และมอบหมาย

ใหมีผูดูแลระบบสำรอง 

-  หัวหนาฝายพิจารณาผูรับผดิชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

- 

5. ระบบ Microsoft 

365  

ธีรสิทธ์ิ  พิชญังกูร 

 

 

 

- ระบบใชงานไมได 

 

 

 

-  สำรองขอมูล 

 

 

 

- ตรวจสอบการทำงานของระบบสำรองไฟฟา 

  ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน 

  และใหแบงเปนกรณี คือ 

  1. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  ทำงาน 

  - ใหทำการปดสวิทชทุกตัวทันที 

  - ตรวจสอบสถานการณทำงานของระบบไฟฟา 

    หลักจากฝายท่ีรับผิดชอบเพ่ือรบัทราบสถานะ  

    และชวงเวลาคือภาวะปกต ิ

  - Stand by เพ่ือเตรียมตัวเปดเครื่องใหมตาม 

    ข้ันตอนปฏิบัติปกติเมื่อระบบไฟฟาหลักทำงาน   

    ไดตามปกต ิ

2. UPS ไมทำงานแตระบบเครื่องกำเนิดไฟฉุกเฉิน    

   ทำงานไดตามปกต ิ

   -  ทำการตรวจสอบดูวาเครื่องยงัทำงานได    

      ตามปกติหรือไม หากทำงานไมปกติให    

      Shutdown ตามข้ันตอนปกติทันที 

   -  ทำการตรวจสอบสถานะการทำงานของเครือ่ง      

      กำเนิดไฟฉุกเฉินกับงานอาคารสถานท่ีหาก    

      ทำงานไดไมเกิน 15 นาที ใหทำการ  

      Shutdown เครื่อง 

   - หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 15        

     นาที ให Stand by และตรวจสอบการทำงาน    

     ของระบบไฟฟาทุกระบบเปนระยะจนกวา    

      ระบบไฟฟาหลักทำงานไดตามปกต ิ

3. UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิดไฟ    

   ฉุกเฉินไมทำงาน 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  - Stand by เปนเวลา 15 นาที 

  - หากระบบ UPS ทำงานไมปกติ ใหทำการ      

    Shutdown  เครื่องทันที 

  - หากระบบไฟฟาหลักยังไมสามารถกลับคืนใหทำ  

การ Shutdown เครื่องทันที 

4. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงานได 

ตามปกต ิ

- ทำการตรวจสอบสถานการณงานของระบบไฟฟา 

สำรองกับฝายท่ีรับผดิชอบเปนระยะจนกวาระบบ

ไฟฟาหลักสามารถทำงานไดตามปกติ 

- หากทำการตรวจสอบแลวระบบไฟฟาสำรอง 

  ทำงานไมถึง 15 นาทีให Shutdown ระบบทันที 

- ตรวจสอบการทำงานของ DNS 

 

 

 

 

 

 

 

 

 

 

 

 

บุคลากรไมสามารถ

เขามาปฎิบัตงานใน

มหาวิทยาลยัได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง 

 

 

 

เตรียมบริการควบคุมและ

ตรวจสอบการทำงาน 

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

สงเสริมงานวิจัยประชาสัมพันธใหสวนงานภายนอก 

- ผูอำนวยการสำนักคอม

ฯ , ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
 

ผูรับผิดชอบไมพรอม - อบรม และมอบหมาย -  หัวหนาฝายพิจารณาผูรับผดิชอบหลักไมสามารถ  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ปฎิบัติงานได ใหมีผูดูแลระบบสำรอง ปฏิบัติงานได ใหมอบหมายผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

6. ระบบ Firewall อิศเรศ  สมณะ 

จันตพงษ  บุตรลักษณ 

พีรพันธ  รุจิพงษกุล 

 

-อุปกรณขัดของ 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

- ตรวจสอบและบำรุงรักษา 

อุปกรณทุก 3 เดือนตาม

สัญญา 

-  มีการตรวจสอบการทำงาน

ของระบบไฟฟาสำรองอยาง

สม่ำเสมอ 

- มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

 

 

 

 

 

 

 

 

 

 

ตรวจสอบการทำงานของระบบสำรองไฟฟา

ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน

และใหแบงเปนกรณี คือ 

1. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม

ทำงาน 

- ใหทำการปดสวิทชทุกตัวทันที 

- ตรวจสอบสถานะการทำงานของระบบ

ไฟฟาหลักจากฝายท่ีรับผดิชอบเพ่ือรับทราบ

สถานะและชวงเวลาคือภาวะปกต ิ

- Stand by เพ่ือเตรยีมตัวเปดเครื่องใหมตาม

ข้ันตอนปฏิบัติปกตเิมื่อระบบไฟฟาหลัก

ทำงานไดตามปกต ิ

2. UPS ไมทำงานแตระบบเครื่องกำเนิดไฟ

ฉุกเฉินทำงานไดตามปกต ิ

- ทำการตรวจสอบดูวาเครื่องยังทำงานได

ตามปกติหรือไม หากทำงานไมปกติให 

Shutdown ตามข้ันตอนปกติทันที 

- ทำการตรวจสอบสถานะการทำงานของ

เครื่องกำเนิดไฟฉุกเฉินกับงานอาคาร

สถานท่ีหากทำงานไดไมเกิน 51  นาที ใหทำ

 - Sytech 

   086-019-5759 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

การ Shutdown เครื่อง 

- หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 

15 นาที ให Stand by และตรวจสอบการ

ทำงานของระบบไฟฟาทุกระบบเปนระยะ

จนกวาระบบไฟฟาหลักทำงานไดตามปกต ิ

3. UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิด

ไฟฉุกเฉินไมทำงาน 

- Stand by เปนเวลา 15 นาที 

- หากระบบ UPS ทำงานไมปกติ ใหทำการ 

Shutdown  เครื่องทันที 

- หากระบบไฟฟาหลักยังไมสามารถกลับคืน

ใหทำการ Shutdown เครื่องทันที 

4. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงาน

ไดตามปกต ิ

- ทำการตรวจสอบสถานะการงานของระบบ

ไฟฟาสำรองกับฝายท่ีรับผิดชอบเปนระยะ

จนกวาระบบไฟฟาหลักสามารถทำงานได

ตามปกต ิ

หากทำการตรวจสอบแลวระบบไฟฟาสำรอง

ทำงานไมถึง 15 นาทีให Shutdown ระบบทันที 

- เมื่อระบบเครือขายขัดของสาเหตุจากการ

สื่อสารขอมูลมากเกินไปหรือการทำงาน
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

  

 

ผิดพลาดของระบบเอง ใหผูดูแลระบบ

ตรวจสอบอุปกรณเพ่ือหาสาเหตุและแกไข

เบ้ืองตน 

  - ไฟแสดงสถานะสี

เขียวหนาเครื่องดับ 

 

- ตรวจสอบสถานะการทำงาน

ของ Hardware  

- ตรวจสอบการทำงานของ

ระบบไฟฟาสำรองอยาง

สม่ำเสมอ 

 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1. Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอบริษัทแจงซอมเครื่อง 

2. Software Error ไมสามารถรันระบบได

ตามปกติทำการตดิตอบริษัทเพ่ือดำเนินการ

ขอความชวยเหลือทางโทรศัพท 

 

- ผูอำนวยการสำนักคอม

ฯ , ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

- Sytech 

   086-019-5759 

 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- ทดสอบการเช่ือมตอ VPN 

- เตรียมควบคุมและตรวจสอบ

การทำงานของ Firewall แบบ

ระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

สงเสริมงานวิจัยประชาสัมพันธใหสวนงานภายนอก  

4. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตุสุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 



25 

 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ระวังอยางท่ีสุด 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

7. ระบบสำรองขอมูล

ทางไกล 

จันตพงษ  บุตรลักษณ - ระบบไฟฟาดับ 

- Blade Server เสีย 

 

- ทดสอบสลับการทำงาน

ระหวาง Blade Server 

 

หากไฟฟาแสดงสถานะหนาเครื่องข้ึน Alert สีแดง

หรือไมมีไฟแสดง 

- ไมมีไฟแสดง : ลองกดปุมสีขาวใส หนา Blade 

Server เพ่ือเปดเครื่อง รอ 5 นาทีหากมีไฟสีเขียว

ข้ึนแสดงวาเครื่องกำลังเริ่มทำงาน 

- Alert สีแดง : โทรแจงบริษัทเพ่ือใหชวย

ตรวจสอบสถานะ 

Fresh Brains IT 

Corporate Co.,Ltd. 

คุณอานนท  

086-5205620 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- ทดสอบการเช่ือมตอ VPN 

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ UPS 

แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตุสุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

8. Web Hosting จันตพงษ  บุตรลักษณ - ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ดับ 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

-  สำรองขอมูล 

ตรวจสอบการทำงานของระบบสำรองไฟฟา

ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน

และใหแบงเปนกรณี คือ 

1. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม

ทำงาน 

- ใหทำการปดสวิทชทุกตัวทันที 

- ตรวจสอบสถานะการทำงานของระบบ

ไฟฟาหลักจากฝายท่ีรับผดิชอบเพ่ือรับทราบ

สถานะและชวงเวลาคือภาวะปกต ิ

- Stand by เพ่ือเตรยีมตัวเปดเครื่องใหมตาม

ข้ันตอนปฏิบัติปกตเิมื่อระบบไฟฟาหลัก

ทำงานไดตามปกต ิ

2. UPS ไมทำงานแตระบบเครื่องกำเนิดไฟ

ฉุกเฉินทำงานไดตามปกต ิ

- ทำการตรวจสอบดูวาเครื่องยังทำงานได

ตามปกติหรือไม หากทำงานไมปกติให 

Shutdown ตามข้ันตอนปกติทันที 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- ทำการตรวจสอบสถานะ การทำงานของ

เครื่องกำเนิดไฟฉุกเฉินกับงานอาคาร

สถานท่ีหากทำงานไดไมเกิน 15 นาที ใหทำ

การ Shutdown เครื่อง 

- หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 

15 นาที ให Stand by และตรวจสอบการ

ทำงานของระบบไฟฟาทุกระบบเปนระยะ

จนกวาระบบไฟฟาหลักทำงานไดตามปกต ิ

3. UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิด

ไฟฉุกเฉินไมทำงาน 

- Stand by เปนเวลา 15 นาที  

- หากระบบ UPS ทำงานไมปกติ ใหทำการ 

Shutdown  เครื่องทันที 

- หากระบบไฟฟาหลักยังไมสามารถกลับคืน

ใหทำการ Shutdown เครื่องทันที 

8. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงานได    

    ตามปกต ิ

    - ทำการตรวจสอบสถานการณงานของระบบ      

      ไฟฟาสำรองกับฝายท่ีรับผิดชอบเปนระยะ  

      จนกวาระบบไฟฟาหลักสามารถทำงานได    

      ตามปกติหากทำการตรวจสอบแลวระบบ  

      ไฟฟาสำรองทำงานไมถึง 15 นาทีให  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

      Shutdown ระบบทันที 

  - ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ติดแตระบบไม

สามารถทำงานได 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

-  สำรองขอมูล 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1. Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 

2. Software Error ไมสามารถรันระบบได

ตามปกต ิ

- ทำการติดตอเพ่ือดำเนินการขอความ

ชวยเหลือทางโทรศัพท 

 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- ทดสอบการเช่ือมตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

ระบบ แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัติตัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตุสุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

9. ระบบเปดปดประตู

ดวยสมารทการด 

 

พีรพันธ  รุจิพงษกุล

อภิชิต  เส็งขำ 

- ไมสามารถเปด-ปด

ประตไูดโดยการใช

บัตรสมารทการด 

ตรวจเช็คความพรอมของ

กุญแจสำรองของหองตางๆ

และจัดสำรองไวหองสำนักงาน

ผูอำนวยการ  

 

ตรวจสอบการทำงานของระบบไฟฟา  

1. เมื่อระบบไฟฟาเกิดขัดของ ทำใหระบบหยุด

ทำงานและประตูท่ีปดดวยกลอนแมเหล็กไม

ทำงานใหปดลอกดวยกุญแจประจำประต ู

2. เมื่อระบบทำงานผดิพลาดและไมสารมารถ

ใชบัตร ผานเขา – ออก ใหใชกุญแจฉุกเฉินของ

ระบบเพ่ือตดัวงจรไฟฟา และเขาหองฝาย

วิศวกรรมระบบ เพ่ือปดระบบไฟฟาของระบบ

ท้ังหมดและเปดระบบเพ่ือการทำงานใหมอีก

ครั้ง 

- 

10. ระบบการ

เชื่อมตอเครือขาย

เสมือน (FirePower 

1140) 

พีรธัช  หนูชู - ไฟแสดงสถานะสี

เขียวหนาเครื่องดับ 

 

-  มีการตรวจสอบอุปกรณและ  

การทำงานของระบบไฟฟา 

สำรองอยางสมำ่เสมอ 

-  - มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

ตรวจสอบการทำงานของระบบสำรองไฟฟา

ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน

และใหแบงเปนกรณี คือ 

1. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม

ทำงาน 

- ใหทำการปดสวิทชทุกตัวทันที 

- ตรวจสอบสถานะการทำงานของระบบ

ไฟฟาหลักจากฝายท่ีรับผดิชอบเพ่ือรับทราบ

สถานะและชวงเวลาคือภาวะปกต ิ

 



30 

 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- Stand by เพ่ือเตรยีมตัวเปดเครื่องใหมตาม

ข้ันตอนปฏิบัติปกตเิมื่อระบบไฟฟาหลัก

ทำงานไดตามปกต ิ

 

2. UPS ไมทำงานแตระบบเครื่องกำเนิดไฟ

ฉุกเฉินทำงานไดตามปกต ิ

- ทำการตรวจสอบดูวาเครื่องยังทำงานได

ตามปกติหรือไม หากทำงานไมปกติให 

Shutdown ตามข้ันตอนปกติทันที 

- ทำการตรวจสอบสถานะการทำงานของ

เครื่องกำเนิดไฟฉุกเฉินกับงานอาคาร

สถานท่ีหากทำงานไดไมเกิน 15 นาที ใหทำ

การ Shutdown เครื่อง 

- หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 

15 นาที ให Stand by และตรวจสอบการ

ทำงานของระบบไฟฟาทุกระบบเปนระยะ

จนกวาระบบไฟฟาหลักทำงานไดตามปกต ิ

3. UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิด

ไฟฉุกเฉินไมทำงาน 

- Stand by เปนเวลา 15 นาท ี

- หากระบบ UPS ทำงานไมปกติ ใหทำการ 

Shutdown  เครื่องทันที 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- หากระบบไฟฟาหลักยังไมสามารถกลับคืน

ใหทำการ Shutdown เครื่องทันที 

4. UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงาน

ไดตามปกต ิ

- ทำการตรวจสอบสถานะการงานของระบบ

ไฟฟาสำรองกับฝายท่ีรับผิดชอบเปนระยะ

จนกวาระบบไฟฟาหลักสามารถทำงานได

ตามปกต ิ

หากทำการตรวจสอบแลวระบบไฟฟาสำรอง

ทำงานไมถึง 15 นาทีให Shutdown ระบบทันที 

  - ไฟแสดงสถานะสี

เขียวหนาเครื่องติด

แตระบบไม

สามารถทำงานได 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

- มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

3. Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 

4. Software Error ไมสามารถรันระบบได

ตามปกต ิ

- ทำการติดตอเพ่ือดำเนินการขอความ

ชวยเหลือทางโทรศัพท 

 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือ

- ทดสอบการเช่ือมตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

ระบบ แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ติดตอรายแรง  3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตสุุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

ผูรับผิดชอบไม

พรอมปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- - หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมาย

ผูรับผิดชอบสำรองปฏิบัติงานแทน 

- 

11. ระบบใหบริการ 

Web Application 

Firewall 

12. ระบบใหบริการ

เซิรฟเวอรเสมือน 

จันตพงษ  บุตรลักษณ 

จันตพงษ  บุตรลักษณ 

- ระบบไฟฟาดับ 

- เว็บไซตบน Web 

Hosting ไมสามารถ

ใชงานได 

 

- มีการทดสอบ By Pass 

อุปกรณ Web Application 

Firewall 

 

หากอุปกรณไมสามารถทำงานไดปกติหรือไฟฟาดับ

หรือเว็บไซตบน Web Hosting ใชงานไมได 

- ใหทำการ By Pass โดยใช Grouping เช่ือม

ระหวาง In-Out เขาดวยกัน 

โทรแจงบริษัทเพ่ือดำเนินการนำอุปกรณสำรองมา

ใชงานกอนกรณีอุปกรณเสีย 

- บริษัท I-Secure  

  คุณตน 087-345-3781 

 

- ระบบไฟฟาดับ 

- Blade Server เสีย 

 

- ทดสอบสลับการทำงาน

ระหวาง Blade Server 

 

หากไฟฟาแสดงสถานะหนาเครื่องข้ึน Alert สีแดง

หรือไมมีไฟแสดง 

- ไมมีไฟแสดง : ลองกดปุมสีขาวใส หนา Blade 

Server เพ่ือเปดเครื่อง รอ 5 นาทีหากมีไฟสีเขียว

Fresh Brains IT 

Corporate Co.,Ltd. 

คุณอานนท  

086-5205620 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ข้ึนแสดงวาเครื่องกำลังเริ่มทำงาน 

- Alert สีแดง : โทรแจงบริษัทเพ่ือใหชวย

ตรวจสอบสถานะ 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- เต รี ย ม ค วาม พ ร อ ม แ ล ะ

ทดสอบการเช่ือมตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ 

ระบบใหบริการเซริฟเวอร

เสมือน แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

- 4. ใหผูอำนวยการอนุมัตติัวบุคคล ให

บุคลากรท่ีรับผดิชอบระบบ ปดเครื่อง UPS 

ถามีเหตสุุดวิสัยท่ีตองเขาปฏบัิติงานท่ี

มหาวิทยาลยัให ผูรับผิดชอบเดินทางมา

มหาวิทยาลยัเพ่ือปฏิบัติงานดวยความระวัง

อยางท่ีสุด 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

13. ระบบใหบริการ

เซิรฟเวอรเสมือน 

จันตพงษ  บุตรลักษณ ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

13. ระบบใหบริการ 

DNS 

จันตพงษ  บุตรลักษณ 

 

- ระบบไฟฟาดับ 

- ระบบไมสามารถ

- ตรวจสอบการทำงานของ

อุปกรณอยางสม่ำเสมอ 

ตรวจสอบไฟ LED หนาเครื่องวาตดิหรือไม 

- หากไมสามารถทำงานไดให restart 

- Sytech 

  คุณยศ 086-019-5759 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 ตอบสนองตอการรอง

ขอบริการได 

 

อุปกรณ 1 ครั้ง 

หากยั งไม สามารถใช งานได อีก  แจ งผู ใช เพ่ื อ

เปลี่ยนไปใช NS1/NS2 ช่ัวคราว 

 

บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

-  เต รี ยมความพ รอมและ

ทดสอบการเช่ือมตอ VPN  

-  เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

ระบบแบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตสุุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

14. ระบบใหบริการ 

DNS 

จันตพงษ  บุตรลักษณ ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- - หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมาย

ผูรับผิดชอบสำรองปฏิบัติงานแทน 

- 

14. ระบบ CCTV 

 

พีรพันธ  รุจิพงษกุล 

 

- ไฟแสดงสถานะสี

ฟาหนาเครื่องดับ 

 

- ตรวจสอบการทำงานของ 

Hardware และ Software 

อยางสม่ำเสมอ 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1. Hardware Error ไมสามารถบูตเขาระบบได 

- งานพัสดุ  

  สำนักคอมพิวเตอร ฯ  

  โทร 2206 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

 - ทำการติดตอแจงซอมเครื่อง 

2. Software Error ไมสามารถรันระบบได

ตามปกต ิ

- ทำการติดตอเพ่ือดำเนินการขอความ

ชวยเหลือทางโทรศัพท 

ตรวจสอบการทำงานของระบบไฟฟา  

1. เมื่อระบบไฟฟาเกิดขัดของ ทำใหระบบหยุด

ทำงานและประตูท่ีปดดวยกลอนแมเหล็กไม

ทำงานใหปดลอกดวยกุญแจประจำประต ู

เมื่อระบบทำงานผิดพลาดและไมสารมารถใชบัตร 

ผานเขา – ออก ใหใชกุญแจฉุกเฉินของระบบเพ่ือ

ตัดวงจรไฟฟา และเขาหองฝายวิศวกรรมระบบ 

เพ่ือปดระบบไฟฟาของระบบท้ังหมดและเปด

ระบบเพ่ือการทำงานใหมอีกครั้ง 

 

บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- เต รี ย ม ค วาม พ ร อ ม แ ล ะ

ทดสอบการเช่ือมตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ 

CCTV แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

ผูอำนวยการสำนัก

คอมพิวเตอรฯ 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

4. ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตสุุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

15. ระบบ CCTV พีรพันธ   รุจิพงษกุล ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

2. - หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

- 

15. ระบบ VDO 

Conference 

 

พีรพันธ  รุจิพงษกุล 

 

- อุปกรณขัดของ 

 

-  มีการตรวจสอบการทำงาน

ของอุปกรณอยางสม่ำเสมอ

กอนการใชงาน 

 

- ตรวจสอบไฟ LED สีฟาหนาเครือ่งวาติดหรือไม 

หากไมติดใหลองดึงสายไฟออกแลวเสียบใหม 

- โทรแจงบริษัทเพ่ือดำเนินการนำอุปกรณสำรอง

มาใชงานกอนกรณีอุปกรณเสีย 

 NPC วรวรรณ 085-

0701819  
 

บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- เต รี ย ม ค วาม พ ร อ ม แ ล ะ

ทดสอบการเช่ือมตอ VPN  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ 

อุปกรณ แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตสุุดวิสัยท่ี

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

16. ระบบ VDO 

Conference 

พีรพันธ   รุจิพงษกุล ผูรับผิดชอบไมพรอม

ปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไมสามารถ

ปฏิบัติงานได ใหมอบหมายผูรับผดิชอบสำรอง

ปฏิบัติงานแทน 

- 

16. ระบบปองกัน

ความปลอดภัย

เครือขาย Net41 

(SonicWall 

NSA3600) 

 

พีรธัช  หนูชู 

จันตพงษ  บุตรลักษณ 

 

- ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ดับ 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

-  มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

ตรวจสอบการทำงานของระบบสำรองไฟฟา

ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน

และใหแบงเปนกรณี คือ 

1.  UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม

ทำงาน 

- ใหทำการปดสวิทชทุกตัวทันที 

- ตรวจสอบสถานะการทำงานของระบบ

ไฟฟาหลักจากฝายท่ีรับผดิชอบเพ่ือรับทราบ

สถานะและชวงเวลาคือภาวะปกต ิ

- Stand by เพ่ือเตรยีมตัวเปดเครื่องใหมตาม

ข้ันตอนปฏิบัติปกตเิมื่อระบบไฟฟาหลัก

ทำงานไดตามปกต ิ

2.  UPS ไมทำงานแตระบบเครื่องกำเนิดไฟฉุกเฉิน

ทำงานไดตามปกต ิ

- ทำการตรวจสอบดูวาเครื่องยังทำงานได

ตามปกติหรือไม หากทำงานไมปกติให 

- 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

Shutdown ตามข้ันตอนปกติทันที 

- ทำการตรวจสอบสถานะการทำงานของ

เครื่องกำเนิดไฟฉุกเฉินกับงานอาคาร

สถานท่ีหากทำงานไดไมเกิน 15 นาที ใหทำ

การ Shutdown เครื่อง 

- หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 

15 นาที ให Stand by และตรวจสอบการ

ทำงานของระบบไฟฟาทุกระบบเปนระยะ

จนกวาระบบไฟฟาหลักทำงานไดตามปกต ิ

3.  UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิดไฟ

ฉุกเฉินไมทำงาน 

- Stand by เปนเวลา 15 นาที  

- หากระบบ UPS ทำงานไมปกติ ใหทำการ 

Shutdown  เครื่องทันที 

- หากระบบไฟฟาหลักยังไมสามารถกลับคืน

ใหทำการ Shutdown เครื่องทันที 

4.  UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงาน

ไดตามปกต ิ

- ทำการตรวจสอบสถานะการงานของระบบ

ไฟฟาสำรองกับฝายท่ีรับผิดชอบเปนระยะ

จนกวาระบบไฟฟาหลักสามารถทำงานได

ตามปกต ิ
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

หากทำการตรวจสอบแลวระบบไฟฟาสำรอง

ทำงานไมถึง 15 นาทีให Shutdown ระบบทันที 

- ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ติดแตระบบไม

สามารถทำงานได 

 

-  มีการตรวจสอบอุปกรณ

และการทำงานของระบบ

ไฟฟาสำรองอยางสม่ำเสมอ 

- มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1.  Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 

2.  Software Error ไมสามารถรนัระบบได

ตามปกต ิ

ทำการติดตอเพ่ือดำเนินการขอความชวยเหลือทาง

โทรศัพท 

 

  - ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ติดแตระบบไม

สามารถทำงานได 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

-  สำรองขอมูล 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1.  Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 

2.  Software Error ไมสามารถรนัระบบได

ตามปกต ิ

ทำการติดตอเพ่ือดำเนินการขอความชวยเหลือทาง

โทรศัพท 

 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือ

- เต รี ย ม ค วาม พ ร อ ม แ ล ะ

ทดสอบการเช่ือมตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ติดตอรายแรง  ระบบ แบบระยะไกล  3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

- 4. ใหผูอำนวยการอนุมัตติัวบุคคล ให

บุคลากรท่ีรับผดิชอบระบบ ปดเครื่อง UPS 

ถามีเหตสุุดวิสัยท่ีตองเขาปฏบัิติงานท่ี

มหาวิทยาลยัให ผูรับผิดชอบเดินทางมา

มหาวิทยาลยัเพ่ือปฏิบัติงานดวยความระวัง

อยางท่ีสุด 

  ผูรับผิดชอบไม

พรอมปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- - หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมาย

ผูรับผิดชอบสำรองปฏิบัติงานแทน 

- 

17. ระบบปองกัน

ความปลอดภัย

เครือขายสำนักงาน

อธิการบดี (Sophos 

XG2300) 

 

พีรธัช  หนูชู 

จันตพงษ  บุตรลักษณ 

 

- ไฟแสดงสถานะสี

เขียวหนาเครื่องดับ 

 

-  มีการตรวจสอบอุปกรณและ    

   การทำงานของระบบไฟฟา 

   สำรองอยางสม่ำเสมอ 

- มีการสำรองขอมูล ไวบน

คลาวดหรือในตัวอุปกรณของ

ระบบหรือเครื่องคอมพิวเตอร

ท่ีใชปฎิบัติงาน 

ตรวจสอบการทำงานของระบบสำรองไฟฟา

ตามลำดับคือ UPS ระบบเครื่องกำเนิดไฟฉุกเฉิน

และใหแบงเปนกรณี คือ 

1.  UPS และระบบเครื่องกำเนิดไฟฉุกเฉินไม

ทำงาน 

- ใหทำการปดสวิทชทุกตัวทันที 

- ตรวจสอบสถานะการทำงานของระบบ

ไฟฟาหลักจากฝายท่ีรับผดิชอบเพ่ือรับทราบ

สถานะและชวงเวลาคือภาวะปกต ิ
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

- Stand by เพ่ือเตรยีมตัวเปดเครื่องใหมตาม

ข้ันตอนปฏิบัติปกตเิมื่อระบบไฟฟาหลัก

ทำงานไดตามปกต ิ

2.  UPS ไมทำงานแตระบบเครื่องกำเนิดไฟฉุกเฉิน

ทำงานไดตามปกต ิ

- ทำการตรวจสอบดูวาเครื่องยังทำงานได

ตามปกติหรือไม หากทำงานไมปกติให 

Shutdown ตามข้ันตอนปกติทันที 

- ทำการตรวจสอบสถานะการทำงานของ

เครื่องกำเนิดไฟฉุกเฉินกับงานอาคาร

สถานท่ีหากทำงานไดไมเกิน 15 นาที ใหทำ

การ Shutdown เครื่อง 

- หากเครื่องกำเนิดไฟฉุกเฉินทำงานไดเกิน 

15 นาที ให Stand by และตรวจสอบการ

ทำงานของระบบไฟฟาทุกระบบเปนระยะ

จนกวาระบบไฟฟาหลักทำงานไดตามปกต ิ

3.  UPS ทำงานไดตามปกติ ระบบเครื่องกำเนิดไฟ

ฉุกเฉินไมทำงาน 

- Stand by เปนเวลา 15 นาที  

- หากระบบ UPS ทำงานไมปกติ ใหทำการ 

Shutdown  เครื่องทันที 

- หากระบบไฟฟาหลักยังไมสามารถกลับคืน
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

ใหทำการ Shutdown เครื่องทันที 

4.  UPS และระบบเครื่องกำเนิดไฟฉุกเฉินทำงาน

ไดตามปกต ิ

- ทำการตรวจสอบสถานะการงานของระบบ

ไฟฟาสำรองกับฝายท่ีรับผิดชอบเปนระยะ

จนกวาระบบไฟฟาหลักสามารถทำงานได

ตามปกต ิ

หากทำการตรวจสอบแลวระบบไฟฟาสำรอง

ทำงานไมถึง 15 นาทีให Shutdown ระบบทันที 

- ไฟแสดงสถานะสี

น้ำเงินหนาเครื่อง

ติดแตระบบไม

สามารถทำงานได 

 

-  มีการตรวจสอบอุปกรณและ

การทำงานของระบบไฟฟา

สำรองอยางสมำ่เสมอ 

-  สำรองขอมูล 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1.  Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 

2.  Software Error ไมสามารถรนัระบบได

ตามปกต ิ

ทำการติดตอเพ่ือดำเนินการขอความชวยเหลือทาง

โทรศัพท 

 

  บุคลากรไมสามารถ

เขามาปฎิ บัตงานใน

มหาวิทยาลัยได  เชน 

น้ำทวม / เช้ือติดตอ

รายแรง  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

ระบบ แบบระยะไกล  

1. ใหเฝาและตรวจการทำงานโดยการรโีมตดู ทุก 3 

ชม  (ทุกวัน)  

2. ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ และ

หัวหนาฝายทางอีเมล  

3. หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน LINE 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือตอบสนอง

ภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5)  หนวยงานสนับสนนุ (6) 

แจงเพ่ือทราบ และใหฝายบริการวิชาการและ

ส งเสริม งาน วิจั ยประชาสัม พันธ ให ส วนงาน

ภายนอกท  

4. ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตสุุดวิสัยท่ี

ตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวยความ

ระวังอยางท่ีสุด 

  ผูรับผิดชอบไม

พรอมปฎิบัติงานได 

อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- - หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมาย

ผูรับผิดชอบสำรองปฏิบัติงานแทน 

- 
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7. แผนปฏิบัติการฉุกเฉินของฝายพัฒนาระบบสารสนเทศ 

    โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายพัฒนาระบบสารสนเทศแสดงดังภาพท่ี 4 

 

 

 

 

 

 

 

 

 

 

 

ภาพท่ี 4 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายพัฒนาระบบสารสนเทศ 

   โดยมีรายละเอียดชื่อของระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉินของฝายพัฒนา

ระบบสารสนเทศ ดังตารางท่ี 6 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 7 

ตารางท่ี 6 รายช่ือระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (ฝายพัฒนาระบบสารสนเทศ) 

ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 ระบบฐานขอมลู Oracle อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

วัชร  พิชยนันท 

ณิชาพร  ช่ือสุธรรม 

095-165xxxx 

098-463xxxx 

2 ระบบสารสนเทศเพ่ืองานรับสมัคร

นักศึกษาใหมระดับปรญิญาตร ี

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

จิราพร  ธัญญประเสริฐกุล 

 

086-551xxxx 

3 ระบบสารสนเทศเพ่ืองานรับสมัคร

นักศึกษาใหม ระดับบัณฑติศึกษา 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

จิราพร  ธัญญประเสริฐกุล 

 

086-551xxxx 

 

4 ระบบสารสนเทศเพ่ืองานทะเบียน

นักศึกษา (REG) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

จิราพร  ธัญญประเสริฐกุล 

ไขมุก  สรรพวุธ 

086-551xxxx 

094-974xxxx 

5 ระบบสารสนเทศเพ่ือการรับ

พระราชทานปรญิญาบัตร 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

จิราพร  ธัญญประเสริฐกุล 

 

086-551xxxx 

 

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางณิชาพร  ชื่อส ุธรรม   098-463xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางจิราพร  ธัญญประเสริฐกุล   086-551xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางสาวสรณสิริ  วีระพันธ   092-989xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางสาวกุณฑล  กระบวนรัตน   082-616xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นายศิวกร  หลงสมบูรณ   080-729xxxx

ทีมงานบริหารการรองรับสถานการณฉุกเฉิน

(ฝายพัฒนาระบบสารสนเทศ)

นางสาวไขมุก  สรรพวุธ   094-974xxxx
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ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

6 ระบบประมวลผลสอบ ระดับปริญญา

ตร ี

ข้ึนอยูกับการ

ดำเนินงานแตละป 

แตละโครงการ 

ณิชาพร  ช่ือสุธรรม 098-463xxxx 

7 ระบบสารสนเทศทรัพยากรมนุษย 

(HRIS) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

8 ระบบยืนยันตัวตนสำหรับระบบ

สารสนเทศ (ICIT Account) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

9 ระบบ Single Sign-On (KMUTNB 

SSO) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

10 ระบบยอลิงก (KMUTNB.Link) อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

11 ระบบจองหองออนไลน (e-Room) อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

12 ระบบสารบรรณอิเล็กทรอนิกส  (E-

Sarabun) 

บน Cloud ของ 

GDCC 

สรณสริ ิ วีระพันธ 092-989xxxx 

13 ระบบใหบริการชำระเงินออนไลน  

(Payment Gateway) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ศิวกร  หลงสมบูรณ 080-729xxxx 

14 ระบบประเมินผลการปฏบัิติงาน

บุคลากร (PPES) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

กุณฑล  กระบวนรตัน 082-616xxxx 

15 ระบบงบประมาณ พัสดุ การเงิน และ

บัญชีฯ ลักษณะ 3 มิต ิ

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ณิชาพร  ช่ือสุธรรม 098-463xxxx 

16 ระบบ KMUTNB ERP อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

ณิชาพร  ช่ือสุธรรม 098-463xxxx 
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ตารางท่ี 7 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับฝายพัฒนาระบบสารสนเทศ 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ทุกระบบ บุคลากรของฝายพัฒนา

ระบบสารสนเทศทุกคน 

- กรณีมีเหตุใหไม

สามารถเขามา

ปฏิบัติงานท่ีสวนงานได 

- ติดตั้งโปรแกรม 

Cisco AnyConnect 

Secure Mobility 

Client หรือ Global 

Protect VPN Client 

หรือ Sohos SSL VPN 

Client สำหรับการเขา

ใชงานระบบเครือขาย

ของ มจพ.  

- กรณีมีการประชุมใหหัวหนาฝายเปนผูนัดประชุม

ผาน Line ของฝาย และประชุมผาน Google 

Meet โดยใหเลขานุการบันทึกการประชุม  

- กรณีติดตอสื่อสารภายในฝายใหใช Line ของฝาย

เปนหลัก หากเปนเรื่องเรงดวนใหใชการติดตอผาน

เบอรโทรศัพทมือถือ 

- กรณีสงเอกสารหรือไฟลงานใหสงผานอีเมลโดเมน

ของ มจพ. (@kmutnb.ac.th หรอื 

@icit.kmutnb.ac.th) หรือแชรผาน Team Drive 

(Google) 

 

- รองผูอำนวยการฝาย

เทคโนโลยีดิจิทัล 

อาจารยณัฐวุฒิ สรอยดอกสน 

โทร. 089-886xxxx 
 

- ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 086-151xxxx 

โทร.(ภายใน) 2209 

พีรพันธ รุจิพงษกุล 

โทร. 089-118xxxx 

โทร. (ภายใน) 2218 

1. ระบบฐานขอมูล 

Oracle 

วัชร  พิชยนันท 

ณิชาพร  ช่ือสุธรรม 

ขอมูลสญูหาย      

หรือ ขอมูลถูก

เปลี่ยนแปลงโดยผูไมมี

สิทธิ 

ผูบริหาระบบฐานขอมลู

ทำการสำรองขอมูล

ระบบทุกวันและจัดเก็บ

ใน NAS  

ทำการ Restore ขอมลูโดยใชขอมูลท่ีทำการสำรอง

ไวลาสุด ซึ่งใชเวลาประมาณ 1-24 ช่ัวโมง 

บริษัท จีเอเบ้ิล จำกัด 

ธีรธนัท จงจริยางกูร 

โทร. 099-502xxxx 

เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

 - จัดหาเครื่องแมขายเสมือนเพ่ือตดิตั้งโปรแกรมและ 

Restore ขอมลู ซึ่งใชเวลาในการติดตั้งและทำการ

ทดสอบอยางนอย 1–2 วัน 

- แจงบริษัท จีเอเบ้ิล จำกัด ทำการซอมแซม

บริษัท จีเอเบ้ิล จำกัด 

ธีรธนัท จงจริยางกูร 

โทร. 099-502xxxx 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

อุปกรณและตดิตั้งระบบฐานขอมลู โดยระยะเวลา

ดำเนินการไปเปนตามสัญญาบำรุงรักษาระบบ 

2. ระบบสารสนเทศ

เพ่ืองานรับสมัคร

นักศึกษาใหมระดับ

ปริญญาตรี 

3. ระบบสารสนเทศ

เพ่ืองานรับสมัคร

นักศึกษาใหม ระดับ

บัณฑิตศึกษา 

5. ระบบสารสนเทศ

เพ่ือการรับ

พระราชทาน

ปริญญาบัตร 

จิราพร  ธัญญประเสริฐกุล - เครื่องคอมพิวเตอร

แมขาย/อุปกรณ ชำรุด 

จัดเก็บซอฟตแวรและ

ขอมูลท่ีจำเปน 

ดังตอไปน้ี  

- โปรแกรมระบบงาน

ชุดติดตั้ง 

- ไฟลข้ันตอนการติดตั้ง 

รวมท้ังการกำหนดคา 

config ท่ีจำเปน 

โดยจดัเก็บใน NAS 

- จัดหาเครื่องแมขายเสมือนเพ่ือตดิตั้งโปรแกรม

ระบบงาน ซึ่งใชเวลาในการตดิตั้งและทำการ

ทดสอบอยางนอย 1–2 วัน  

- ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 086-151xxxx 

โทร.(ภายใน) 2209 

พีรพันธ รุจิพงษกุล 

โทร. 089-118xxxx 

โทร. (ภายใน) 2218 

 

- ฝายบริการวิชาการ 

วัชร พิชยนันท 

โทร. 095-165xxxx 

โทร.(ภายใน) 2230 

- ขอมูลสูญหาย      

หรือ ขอมูลถูก

เปลี่ยนแปลงโดยผูไมมี

สิทธิ 

- ผูบริหาระบบ

ฐานขอมูลทำการ

สำรองขอมูลระบบทุก

วันและจัดเก็บใน NAS  

- ผูดูแลระบบทำการ

สำรองขอมูลสัปดาหละ

ครั้งและจดัเก็บใน NAS 

- ทำการกูคืนขอมูลโดยใชขอมูลท่ีทำการสำรองไว

ลาสดุ ซึ่งใชเวลาประมาณ  1–12 ช่ัวโมง  

- สวนขอมูลท่ีเกิดข้ึนหลังการสำรองขอมูล จะตอง

ติดตอกับงานรับสมัครนักศึกษาใหมเพ่ือหาแนวทาง

ในการปอนขอมูลเขาใหม 

ฝายบริการวิชาการ 

วัชร พิชยนันท 

โทร. 095-165-xxxx 

โทร.(ภายใน) 2230 
 

งานรับสมัครนักศึกษาใหม 

มณฑาทิพย อยูเจรญิ 

โทร. 081-250xxxx 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

โทร.(ภายใน) 1626, 1627 
 

บัณฑิตวิทยาลัย 

พีรกร ดำเนินภัณฑ 

โทร.(ภายใน) 2412 
 

งานทะเบียนและสถิติ

นักศึกษา 

สุกานดา สิงหจันทร  

โทร.(ภายใน) 1628 

- โปรแกรมระบบงาน

สูญหาย/เสียหาย 

- ทำการสำเนา  

Source Code  

ลงใน NAS 

ติดตั้งโปรแกรมจากการสำรองครั้งลาสดุ และ

กำหนดคาเริ่มตนระบบงาน ซึ่งใชเวลาประมาณ 1–

12 ช่ัวโมง 

ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

4. ระบบสารสนเทศ

เพ่ืองานทะเบียน

นักศึกษา (REG) 

จิราพร  ธัญญประเสริฐกุล 

ไขมุก  สรรพวุธ 

เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

หรือ 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

- บริษัทผูพัฒนาระบบ

จัดเก็บ Source Code 

เวอรช่ันลาสดุ 

- ติดตั้งระบบบนเครื่องแมขายเสมอืนโดยการโคลน

น่ิงจากเครื่องแมขายเสมือนเครื่องอ่ืนของระบบ  

- ทดสอบการทำงานของระบบท่ีทำการติดตั้ง เพ่ือ

ตรวจสอบความถูกตองกอนเปดใหบริการ 

ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

พีรพันธ รุจิพงษกุล 

โทร. 089-118xxxx 

โทร. (ภายใน) 2218 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

บริษัท วิช่ันเน็ต จำกัด 

ชาญณรงค อุทัยพัฒนะศักดิ ์

โทร. 099-492xxxx 
 

งานทะเบียนและสถิติ

นักศึกษา 

สุกานดา สิงหจันทร   

โทร.(ภายใน) 1628 

ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- บริษัทผูพัฒนาระบบ

สำรองขอมูลจาก

ฐานขอมูลระบบทุกวัน

ในชวงท่ีมีการใหบริการ 

วันละ 1 ครั้ง โดยเก็บ

ไวในเครื่องแมขาย

เสมือนของระบบอยาง

นอย 2 เครื่อง 

- ผูดูแลระบบทำการ

สำรองไฟลแนบใน

ระบบเก็บไวใน NAS 

- ทำการ Restore ขอมูลโดยใชขอมูลท่ีทำการ

สำรองไวลาสดุ ซึ่งใชเวลาประมาณ 1-24 ช่ัวโมง  

- สวนขอมูลท่ีเกิดข้ึนหลังการสำรองขอมูล จะตอง

ติดตอกับงานงานทะเบียนและสถิตินักศึกษาเพ่ือหา

แนวทางเปนไปไดในการปอนขอมลูเขาใหม 

บริษัท วิช่ันเน็ต จำกัด 

ชาญณรงค อุทัยพัฒนะศักดิ ์

โทร. 099-492xxxx 
 

งานทะเบียนและสถิติ

นักศึกษา 

สุกานดา สิงหจันทร  

โทร.(ภายใน) 1628 

6. ระบบ

ประมวลผลสอบ 

ระดับปริญญาตรี 

ณิชาพร  ช่ือสุธรรม เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

หรือ  

จัดเก็บซอฟตแวรและ

ขอมูลท่ีจำเปนไวใน 

NAS ดังตอไปน้ี  

- จัดหาเครื่องสำรองเพ่ือติดตั้งระบบปฏิบัติการ, 

โปรแกรมระบบงาน ซึ่งใชเวลาในการติดตั้งและทำ

การทดสอบอยางนอย 1-2 วัน  

ฝายบริการวิชาการ 

วัชร พิชยนันท 

โทร. 08-9127-xxxx 



50 

 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

- ซอฟตแวรระบบ

จัดการฐานขอมลู 

- โปรแกรมระบบงาน

ชุดติดตั้ง 

- ไฟลข้ันตอนการติดตั้ง 

รวมท้ังการกำหนดคา 

config ท่ีจำเปน 

- ทดสอบการทำงานของระบบท่ีทำการติดตั้ง เพ่ือ

ตรวจสอบความถูกตองและความพรอมใชงานกอน

เปดใหบริการ 

 

โทร.(ภายใน) 2230 
 

ฝายบริการวิชาการ 

กนก บุญพันธจันที 

โทร. 081-147xxxx 

โทร.(ภายใน) 2210 

 

 ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- ทำการสำรองขอมูล

ระบบทุกวันลงใน 

Flash Drive 

- ทำการกูคืนขอมูลโดยใชขอมูลท่ีทำการสำรองไว

ลาสดุ ซึ่งใชเวลาประมาณ 1-12 ช่ัวโมง  

สวนขอมูลท่ีเกิดข้ึนหลังการสำรองขอมูล จะตอง

ติดตอกับงานรับสมัครนักศึกษาใหมเพ่ือหาแนวทาง

ในการปอนขอมูลเขาใหม 

ฝายบริการวิชาการ 

วัชร พิชยนันท 

โทร. 08-9127-xxxx 

โทร.(ภายใน) 2230 
 

ฝายวิศวกรรมระบบ 

อภิชิต เส็งขำ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2222 
 

งานรับสมัครนักศึกษาใหม 

มณฑาทิพย อยูเจรญิ 

โทร. 081-250xxxx 

โทร.(ภายใน) 1626, 1627 

 



51 

 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

7. ระบบสารสนเทศ

ทรัพยากรมนุษย 

(HRIS) 

8. ระบบยืนยัน

ตัวตนสำหรับระบบ

สารสนเทศ (ICIT 

Account) 

9. ระบบ Single 

Sign-On 

(KMUTNB SSO) 

10.ระบบยอลิงก 

(KMUTNB.Link) 

11.ระบบจองหอง

ออนไลน 

13.ระบบ 

Payment 

Gateway 

ศิวกร  หลงสมบูรณ - เครื่องคอมพิวเตอร

แมขาย/อุปกรณ ชำรุด 

จัดเก็บซอฟตแวรและ

ขอมูลท่ีจำเปน 

ดังตอไปน้ี  

- โปรแกรมระบบงาน

ชุดติดตั้ง 

- ไฟลข้ันตอนการติดตั้ง 

รวมท้ังการกำหนดคา 

config ท่ีจำเปน 

โดยจดัเก็บใน NAS 

จัดหาเครื่องแมขายเสมือนเพ่ือตดิตั้งโปรแกรม

ระบบงาน ซึ่งใชเวลาในการตดิตั้งและทำการ

ทดสอบอยางนอย 1–2 วัน  

ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

 

 

ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- ทำการสำรองขอมูล

ระบบทุกวันเก็บไวใน 

NAS  

- ทำการ Restore ขอมูลโดยใชขอมูลท่ีทำการ

สำรองไวลาสดุ ซึ่งใชเวลาประมาณ 1-3 ช่ัวโมง 

 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

จัดเก็บ Source Code 

ใน GitLab บน NAS 

- ติดตั้งโปรแกรมจากการสำรองครั้งลาสดุ ซึ่งใช

เวลาประมาณ  1-3 ช่ัวโมง 

 

12. ระบบสาร

บรรณ

อิเล็กทรอนิกส  (E-

Sarabun) 

สรณสริ ิ วีระพันธ ระบบไมสามารถใชงาน

ได/ไมสามารถเขาถึงได 

- เตรียม check lisk 

สำหรับตรวจสอบคัด

แยกปญหา/เหตุขัดของ

กอนการประสานงาน

สวนท่ีเก่ียวของ 

- ตรวจสอบ Network ภายใน มจพ. หากพบปญหา 

แจงฝายวิศวกรรมระบบ 

- หากเปนท่ีระบบ → แจง GDCC ทันที 

- แจงสถานะใหกองกลาง/ผูบริหารทราบ 

ฝายวิศวกรรมระบบ 

คุณจันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

คุณพีรพันธ รุจิพงษกุล 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

- ระบุชองทางติดตอ 

GDCC อยางเปน

ทางการ 

- แจงสถานะในกลุม line ผูใชงานทราบ 

- ติดตามจนระบบกลับสูปกติและรายงานผล 

 

หมายเหต ุ: ขอความท่ีแจงควรครอบคลุม 4 เรื่อง 

- เกิดอะไรข้ีน 

- กระทบใครบาง 

- กำลังทำอะไร 

- ผูใชควรทำอยางไร 

โทร. 089-118xxxx 

โทร. (ภายใน) 2218 
 

ประสานงานโครงการ GCDD  

คุณปณคพร พลีชมภู (น้ำใส)  

โทร. 06-4238-xxxx 

คุณรตันากร สุวรรณรตัน(บิว)  

โทร. 09-1712-xxxx 

คุณกนกวรรณ ศักดิส์น 

(ซากุระ) 

โทร. 06-5237-xxxx 

คุณจิราพร หิตปราณตี 

(พลอย)   

โทร. 06-3080-xxxx 

  ขอมูลสญูหาย - บริษัทผูพัฒนาระบบ

เปนผูดูและสำรอง

ขอมูล 

- ตรวจสอบตนเหตุการสญูหายเบ้ืองตนกอนการ

ประสานงานสวนท่ีเก่ียวของ โดยบริษัทมีการสำรอง

ขอมูลของระบบจะแบงเปน 3 สวน 

1. ระบบฐานขอมูล ทางบริษัท (โครงการ GDCC) 

จะทำการสำรองขอมูลทุกวันในเวลา 23.00 น.  

2. ขอมูลแฟมจะจดัเก็บไวใน Amazon S3 และ

จัดทำการเก็บไวเปนระยะเวลา 90 วันตามท่ี

กฏหมายกำหนด 

ประสานงานโครงการ GCDD  

คุณปณคพร พลีชมภู (น้ำใส)  

โทร. 06-4238-xxxx 

คุณรตันากร สุวรรณรตัน(บิว)  

โทร. 09-1712-xxxx 

คุณกนกวรรณ ศักดิส์น 

(ซากุระ) 

โทร. 06-5237-xxxx 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

3. VM จะทำการ Snapshot ทุกวันในเวลา 02.00 

น. จากทางใหผูบริการคลาวด 

คุณจิราพร หิตปราณตี 

(พลอย)   

โทร. 06-3080-xxxx 

14. ระบบ

ประเมินผลการ

ปฏิบัติงานบุคลากร 

(PPES) 

กุณฑล  กระบวนรตัน เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

หรือ 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

- บริษัทผูพัฒนาระบบ

จัดเก็บ Source Code 

และชุดตดิตั้งเวอรชัน

ลาสดุ 

- จัดหาเครื่องแมขายเสมือนเพ่ือตดิตั้งโปรแกรม

ระบบงาน ซึ่งใชเวลาในการตดิตั้งและทำการ

ทดสอบอยางนอย 1–2 วัน 

ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

พีรพันธ รุจิพงษกุล 

โทร. 089-118xxxx 

โทร. (ภายใน) 2218 

 

บริษัท ละมุนคิท จำกัด 

คุณนิรตุน ชินเวศยวงศ 

โทร.  09-9287-xxxx 

  ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- บริษัทผูพัฒนาระบบ

สำรองขอมูลจาก

ฐานขอมูลระบบทุกวัน 

เก็บไวใน NAS  

- บริษัทผูพัฒนาระบบ

สำรองไฟลเอกสาร 

- ระบบฐานขอมูล จะมีการสำรองทุกวันในเวลา 

04.00 น. โดยจะ Dump ฐานขอมูลตามเวลา 

(Crob Job) ไวบนเครื่อง Local 

(อยูระหวางการเช่ือมตอกับระบบ NAS ของสำนัก

คอมพิวเตอรฯ) 

- แฟมขอมูลท่ีเก่ียวของ จะจัดเก็บเปน Zip File ทุก

วันในเวลา 04.00 น.  

- ทำการ Restore ขอมูลโดยใชขอมูลท่ีทำการ

บริษัท ละมุนคิท จำกัด 

คุณนิรตุน ชินเวศยวงศ 

โทร.  09-9287-xxxx  
 

กองบริหารจัดการทรัพยากร

มนุษยเรื่องขอมูล 

คุณพรมสรรค ศรสีุแล 

โทร. 08-0797-xxxx  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

สำรองไวลาสดุ ซึ่งใชเวลาประมาณ 1-24 ช่ัวโมง 

15. ระบบ

งบประมาณ พัสดุ 

การเงิน และบัญชีฯ 

ลักษณะ 3 มิติ 

ณิชาพร  ช่ือสุธรรม เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

หรือ 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

จัดเก็บซอฟตแวรและ

ขอมูลท่ีจำเปน 

ดังตอไปน้ี  

- ไฟล Image ของ

ระบบ  

- โปรแกรมระบบงาน

ชุดติดตั้ง 

จัดหาเครื่องสำรองเพ่ือตดิตั้งระบบปฏิบัติการและ 

โปรแกรมระบบงาน ซึ่งใชเวลาในการติดตั้งและทำ

การทดสอบความพรอมใชอยางนอย 2 ช่ัวโมง  

 

ฝายวิศวกรรมระบบ 

พีรธัช หนูชู 

โทร. 08-6609-xxxx 

โทร.(ภายใน) 2223 

ฝายบริการวิชาการ 

กนก บุญพันธจันที 

โทร. 081-147xxxx 

โทร.(ภายใน) 2210 

ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- ทำการสำรองขอมูล

ระบบทุกวันเก็บไวใน 

NAS 

- ทำการกูคืนขอมูลโดยใชขอมูลท่ีทำการสำรองไว

ลาสดุ ซึ่งใชเวลาประมาณ 1-24 ช่ัวโมง  

- สวนขอมูลท่ีเกิดข้ึนหลังการสำรองขอมูล จะตอง

ติดตอกับ Super User แตละระบบยอยเพ่ือหาแนว

ทางการบันทึกขอมูลเขาระบบอีกครั้งจากเอกสาร 

 

ฝายบริการวิชาการ 

ธัญนันท กระดาษ 

โทร. 09-3328-xxxx 

โทร.(ภายใน) 2231 

 

16. ระบบ 

KMUTNB ERP 

ณิชาพร  ช่ือสุธรรม เครื่องคอมพิวเตอรแม

ขาย/อุปกรณ ชำรุด 

หรือ 

โปรแกรมระบบงานสูญ

หาย/เสียหาย 

- บริษัทผูพัฒนาระบบ

จัดเก็บ Source Code 

และชุดตดิตั้งเวอรชัน

ลาสดุ 

- จัดหาเครื่องแมขายเสมือนเพ่ือตดิตั้งโปรแกรม

ระบบงาน ซึ่งใชเวลาในการตดิตั้งและทำการ

ทดสอบอยางนอย 1–2 วัน 

ฝายวิศวกรรมระบบ 

จันตพงษ บุตรลักษณ 

โทร. 08-6151-xxxx 

โทร.(ภายใน) 2209 

พีรพันธ รุจิพงษกุล 

โทร. 089-118xxxx 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

โทร. (ภายใน) 2218 
 

บริษัท ยิบอินซอย จำกัด 

ศิริภูมิ ลิ้มบุพพสริิพร 

โทร. 081-450xxxx 
 

กองคลัง 

พนารัตน นันทพล   

โทร.(ภายใน) 1601 

ขอมูลสญูหาย หรือ 

ขอมูลถูกเปลีย่นแปลง

โดยผูไมมีสิทธิ 

- สำรองขอมูลจาก

ฐานขอมูลระบบทุกวัน 

เก็บไวใน NAS  

- สำรองไฟลเอกสาร

จาก object storage 

เก็บไวใน NAS 

- ทำการ Restore ขอมูลโดยใชขอมูลท่ีทำการ

สำรองไวลาสดุ ซึ่งใชเวลาประมาณ 1-24 ช่ัวโมง  

- สวนขอมูลท่ีเกิดข้ึนหลังการสำรองขอมูล จะตอง

ติดตอกับกองคลัง กองงานพัสด ุกองแผนงาน และ

กองอาคารสถานท่ีและยานพาหนะเพ่ือหาแนวทาง

เปนไปไดในการปอนขอมลูเขาใหม 

บริษัท ยิบอินซอย จำกัด 

ศิริภูมิ ลิ้มบุพพสริิพร 

โทร. 081-450xxxx 
 

กองคลัง 

พนารัตน นันทพล   

โทร.(ภายใน) 1601 
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8. แผนปฏิบัติการฉุกเฉินของฝายบริการวิชาการและสงเสรมิการวิจัย 

   โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายบริการวิชาการและสงเสริมการวิจัย 

แสดงดังภาพท่ี 5 

 

 

 

 

 

 

 

 

 

ภาพท่ี 5 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายบริการวิชาการ  

และสงเสริมการวิจัย 

   โดยมีรายละเอียดชื่อของระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉินของฝายบริการ

วิชาการและสงเสริมการวิจัย ดังตารางท่ี 8 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 9 

ตารางท่ี 8 รายช่ือระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (ฝายบริการวิชาการและ

สงเสริมการวิจัย) 

ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 ฐานขอมูล Oracle 19c บนเครื่อง Sun 

SPARC S7-2  OS เปน Sun Solaris 

11.4 SPARC version 11.4.80.189.2 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

นายวัชร พิชยนันท 095-165xxxx 

2 เว็บไซตมหาวิทยาลัยเทคโนโลยีพระจอม

เกลาพระนครเหนือ 

(https://kmutnb.ac.th) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 
นายนรินทร บุญปง 080-941xxxx 

3 เว็บไซตสำนักคอมพิวเตอรฯ

(https://icit.kmutnb.ac.th) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 
นายนรินทร บุญปง 

 

 

080-941xxxx 

4 เว็บไซตบริการซอฟตแวรลิขสิทธ์ิ อาคารอเนกประสงค นายอนุชิต ชาบำเหน็จ 082-979xxxx 

หัวหนาทีมบริหารการรองรับสถานการณฉุกเฉิน 

(ฝายบริการวิชาการและสงเสริมการวจิยั) 

นายวัชร พิชยนันท 095-165-xxxx 

ทีมงานบริหารการรองรับสถานการณฉกุเฉิน 

(ฝายบริการวิชาการและสงเสริมการวจิยั) 

นายอนุชิต ชาบำเหนจ็ 082-979-xxxx 

ทีมงานบริหารการรองรับสถานการณฉกุเฉิน 

(ฝายบริการวิชาการและสงเสริมการวจิยั) 

นายกนก บุญพันธจันท ี081-147-xxxx 

ทีมงานบริหารการรองรับสถานการณฉกุเฉิน 

(ฝายบริการวิชาการและสงเสริมการวจิยั) 

นายนรินทร บุญปง 080-941-xxxx 
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ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

(https://software.kmutnb.ac.th/) ช้ัน 4 หอง Server 

5 เว็บไซตการลงทะเบียนทดสอบสมรรถนะ

ดานดิจิทัลสำหรับนักศึกษาระดับปริญญา

ตรี มจพ. (https://dl.kmutnb.ac.th/) 

อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

นายอนุชิต ชาบำเหน็จ 082-979xxxx 

6 ระบบควบคมุงานพิมพ Uniflow อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

นายกนก บุญพันธจันที 081-147xxxx 

7 ระบบเครือขายภายในหองบริการ อาคารอเนกประสงค 

ช้ัน 4 หอง Server 

นายกนก บุญพันธจันที 081-147xxxx 

8 ระบบไฟฟาภายในหองบริการ อาคารอเนกประสงค 

ช้ัน 3 และ 4 

ชางเทคนิค - 

9 ระบบกลองวงจรปดในหองบริการ อาคารอเนกประสงค 

ช้ัน 3 และ 4 

นายกนก บุญพันธจันที 081-147xxxx 
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ตารางท่ี 9 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับฝายบริการวิชาการและสงเสริมการวิจัย 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

1. ฐานขอมลู Oracle 19c บนเคร่ือง 

Sun SPARC S7-2  OS เปน Sun 

Solaris 11.4 SPARC version 

11.4.80.189.2 

 

วัชร พิชยนันท ความลมเหลวของ

ฮารดแวร (เชน Disk, 

RAM, Power Supply 

Unit  เสีย)  

อะไหลสำรอง (Spare 

Parts) 

1. ประเมิน/ยืนยันปญหา:

วินิจฉัยช้ินสวนท่ีเสีย 

2. หยุดใหบริการ (ถาจำเปน) 

: ปองกันขอมูลเสียหาย

เพ่ิมเตมิ 

3. เปลี่ยนอะไหล/ซอมแซม: 

เปลี่ยนช้ินสวนท่ีเสียหาย 

4. กูคืนระบบ/ขอมลู: 

Restore จาก Backup 

(หากจำเปน) 

5. ทดสอบ/ตรวจสอบ: 

ความพรอมใชงานและ

ประสิทธิภาพ 

 

6. แจงผูเก่ียวของ: สถานะ, 

ความคืบหนา 

-ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

- บ. FIRST LOGIC  

027819333 หรือ 

contactcenter@g-

able.com 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

E: 

theethanat.j@firstlogic.

co.th 

 

 

  ความเสยีหายของ

ซอฟตแวร/ขอมลู

(Database/OS 

Corruption) 

- Backup สำรองขอมลู

เปนประจำ 

- Patch Management 

: อัปเดต OS/Database 

1. หยุดบริการ 

Database/OS: ปองกัน

ความเสยีหายเพ่ิมเตมิ 

2. วินิจฉัยปญหา: ใช

- บ. FIRST LOGIC  

027819333 หรือ 

contactcenter@g-

able.com 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

อยางสม่ำเสมอ ท้ังน้ีตอง

คำนึงถึงผลของการลง 

Patch ท่ีอาจเกิด

ผลกระทบกับ การ

ทำงานได 

เครื่องมือ DB/OS, 

ตรวจสอบ Logs 

4. กูคืนระบบ/ขอมลู: 

Restore จาก Backup 

5. ตรวจสอบความสมบูรณ: 

ของ Database/OS/ขอมูล 

6. วิเคราะหสาเหตุ: เพ่ือ

ปองกันการเกิดซ้ำ 

7. แจงผูเก่ียวของ: สถานะ, 

ความคืบหนา 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

E: 

theethanat.j@firstlogic.

co.th 

  ภัยธรรมชาติ(น้ำทวม, ไฟ

ไหม, แผนดินไหว) 

- DR Site (Disaster 

Recovery Site): Data 

Center สำรอง 

- กำหนด RPO 

(Recovery Point 

Objectiveระยะเวลา

สูงสุดท่ียอมรับไดในการ

สูญเสียขอมลู) และ RTO 

(Recovery Time 

Objective ระยะเวลา

สูงสุดท่ีองคกรยอมรับได

ในการกูคืนระบบให

1. ยืนยันสถานการณ/ความ

เสียหาย: ท่ี Data Center 

หลัก 

2. Activate DR Plan: 

Failover ไปยัง Database 

Server ท่ี DR Site 

3. ตรวจสอบระบบท่ี DR 

Site: ความพรอมใชงานและ

ประสิทธิภาพ 

4. สื่อสาร: แจงผูบริหาร 

ผูใชงาน ผูเก่ียวของอ่ืนๆ 

5. กูคืน DC หลัก: วางแผน

-ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

- บ. FIRST LOGIC  

027819333 หรือ 

contactcenter@g-

able.com 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

E: 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

กลับมาใชงานไดหลังจาก

เกิดเหตุขัดของ ) 

 

- Data Replication: 

ระหวาง DC หลักและ 

DR Site 

-Emergency Power: 

UPS, Generator ท่ี DC 

หลัก/DR Site 

ซอมแซมและกูคืน (เมื่อ

ปลอดภัย)  

6. Failback (ถาจำเปน): 

กลับมายัง DC หลัก 

theethanat.j@firstlogic.

co.th 

 

 

  ภัยคุกคามทางไซเบอร 

(Ransomware, DoS, 

Data Breach) 

- Firewall/IDS/IPS: 

ปองกันการเขาถึงท่ีไมพึง

ประสงค 

- Vulnerability 

Management: สแกน

และแกไขชองโหว 

- Backup : สำหรับกูคืน

ขอมูล 

1. Containment (กักกัน): 

แยก Server ท่ีถูกโจมตี 

บล็อก IP 

2. Eradication (กำจัด): 

ลบมัลแวร/ปดชองโหว 

3. Recovery (กูคืน): 

Restore จาก Backup 

4. Post-Incident Analysis: 

วิเคราะหสาเหตุ, ปรับปรุง

มาตรการ 

5. แจงผูเก่ียวของ: ภายใน

และภายนอก (ถามีการ

ละเมิดขอมลู) 

-ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

- บ. FIRST LOGIC  

027819333 หรือ 

contactcenter@g-

able.com 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

E: 

theethanat.j@firstlogic.
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

co.th 

  ความผิดพลาดของ

มนุษย(ลบขอมลูผิด, 

Misconfiguration) 

- Access 

Control/Least 

Privilege: จำกัดสิทธ์ิการ

เขาถึง 

- Change 

Management 

Process: กำหนด

ข้ันตอนการเปลี่ยนแปลง 

- Backup & Recovery 

Plan: เพ่ือกูคืนขอมูล/

Configuration ท่ีถูกตอง 

- Testing 

Environments: สำหรับ

ทดสอบกอนข้ึน 

Production 

1. หยุดการกระทำ/บริการ 

(ถาจำเปน): ปองกันความ

เสียหายเพ่ิม2. วินิจฉัย

ปญหา: ระบุการ

เปลี่ยนแปลงท่ีผิดพลาด 

3. แกไข/กูคืน: Rollback 

การเปลีย่นแปลง หรือ 

Restore ขอมลู/

Configuration จาก 

Backup 

4. ตรวจสอบ/ยืนยัน: การ

แกไขปญหา 

5. แจงผูเก่ียวของ: สถานะ 

สิ่งท่ีแกไข 

6. ทบทวนกระบวนการ: 

เพ่ือปองกันการเกิดซ้ำใน

อนาคต 

- บ. FIRST LOGIC  

027819333 หรือ 

contactcenter@g-

able.com 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

E: 

theethanat.j@firstlogic.

co.th 

 

  6. ความลมเหลวของ

โครงสรางพ้ืนฐาน(ไฟฟา 

แอร Network) 

- UPS/Generator: 

สำหรับไฟฟา 

- Redundant HVAC 

(แอร): ระบบทำความ

1. ตรวจสอบ/ยืนยันปญหา: 

ระบุสาเหตุท่ีแทจริง (ไฟฟา 

แอร Network) 

2. แกไขปญหาโครงสราง

-ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

- บ. FIRST LOGIC  

027819333 หรือ 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

เย็นสำรอง 

- Redundant Network 

Devices: Switch, 

Router สำรอง 

- Environmental 

Monitoring: สำหรับ

อุณหภูม,ิ ความช้ืน 

พ้ืนฐาน: ประสานงานกับทีม

ท่ีเก่ียวของ (อาคาร, IT 

Infrastructure) 

3. ตรวจสอบ 

Server/Database: หลังจาก

ปญหาโครงสรางพ้ืนฐาน

ไดรับการแกไข 

4. กูคืน (ถาจำเปน): 

Server/Database อาจ

ตองบูตใหม หรือกูคืนจาก 

Backup หากเสียหาย 

5. แจงผูเก่ียวของ: สถานะ, 

คาดการณเวลาท่ีระบบจะ

กลับมาทำงาน 

contactcenter@g-

able.com 

-Theethanat 

Jongjariyangkul 

Database engineer  

First Logic Co., Ltd. 

M: 099-502-3331 

 

E: 

theethanat.j@firstlogic.

co.th 

 

2. เว็บไซตมหาวิทยาลัยเทคโนโลยี 

พระจอมเกลาพระนครเหนือ 

(https://kmutnb.ac.th) 

นายนรินทร บุญปง เครื่องคอมพิวเตอรแมขาย

ถูกปดลงโดยไมมีการ 

Shutdown  

ตามข้ันตอนท่ีถูกตอง

เน่ืองจากมีปญหาเก่ียวกับ

ระบบไฟฟา 

 

กำหนดใหมีการบริหาร

จัดการการสำรองขอมูล 

ท้ังซอรสโคดและ

ฐานขอมูล โดย

ดำเนินการสำรองอยาง

นอยเดือนละ 1 ครั้ง ผาน

ระบบ Private Cloud 

ติดตอและประสานงานกับ

ผูดูแลระบบคอมพิวเตอร

เครื่องแมขายเพ่ือดำเนินการ

แกไข 

ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

 

 

 

  บุคลากรไมสามารถเขามา กำหนดใหใชคอมพิวเตอร ปฏิบัติงานท่ีบานเปนการ  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ปฏิบัติงานในมหาวิทยาลัย

ได/น้ำทวม/เช้ือโรคตดิตอ

รายแรง 

แบบพกพา (Laptop/ 

Notebook) ของหนวย 

งานเปนการช่ัวคราว 

ช่ัวคราว 

 

  ผูรับผิดชอบไมพรอม

ปฏิบัติงานได 

 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

3. เว็บไซตสำนักคอมพิวเตอรฯ

(https://icit.kmutnb.ac.th) 

นายนรินทร บุญปง เว็บไซตไมสามารถเปดใช

งานไดเน่ืองจาก Hosting 

มีการทำงานผดิปกต ิ

กำหนดใหมีการบริหาร

จัดการการสำรองขอมูล 

ท้ังซอรสโคดและ

ฐานขอมูล โดย

ดำเนินการสำรองอยาง

นอยเดือนละ 1 ครั้ง ผาน

ระบบ Private Cloud 

ติดตอและประสานงานกับ

ผูดูแล Hosting ให

ดำเนินการแกไข 

ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

  บุคลากรไมสามารถเขามา

ปฏิบัติงานในมหาวิทยาลัย

ได 

 

กำหนดใหใชคอมพิวเตอร

แบบพกพา (Laptop/ 

Notebook) ของหนวย 

งานเปนการช่ัวคราว 

ปฏิบัติงานท่ีบานเปนการ

ช่ัวคราว 

 

 

  ผูรับผิดชอบไมพรอม

ปฎิบัติงาน 

กำหนดผูรับผดิชอบ

สำรอง,จัดทำคูมือการ 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

4. เว็บไซตบริการซอฟตแวรลิขสทิธิ ์ นายอนุชิต ชาบำเหน็จ เว็บไซตไมสามารถเปดใช ทำการสำรองขอมูล  ติดตอและประสานงานกับ -ฝายวิศวกรรมระบบฯ 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

(https://software.kmutnb.ac.th/) งานไดเน่ืองจาก 

WebHosting มีการ

ทำงานผิดปกต ิ

ท้ังซอรสโคดและฐาน 

ขอมูลอยางนอยเดือนละ 

1 ครั้ง 

ผูดูแล WebHosting ให

ดำเนินการแกไข 

 

โทร.. 2209 

-สำนักงานผูอำนวยการ  

โทร. 2206 

  บุคลากรไมสามารถเขามา

ปฏิบัติงานในมหาวิทยาลัย

ได/น้ำทวม/เช้ือโรคตดิตอ

รายแรง 

กำหนดใหใชคอมพิวเตอร

แบบพกพา (Laptop/ 

Notebook) ของหนวย 

งานเปนการช่ัวคราว 

ปฏิบัติงานท่ีบานเปนการ

ช่ัวคราว 

 

  ผูรับผิดชอบไมพรอม

ปฎิบัติงาน 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

5. เว็บไซตการลงทะเบียนทดสอบ

สมรรถนะดานดิจิทัลสำหรับนักศึกษา

ระดับปริญญาตรี มจพ. 

(https://dl.kmutnb.ac.th/) 

นายอนุชิต ชาบำเหน็จ เว็บไซตไมสามารถเปดใช

งานไดเน่ืองจาก 

WebHosting มีการ

ทำงานผิดปกต ิ

ทำการสำรองขอมูล  

ท้ังซอรสโคดและฐาน 

ขอมูลอยางนอยเดือนละ 

1 ครั้ง 

ติดตอและประสานงานกับ

ผูดูแล WebHosting ให

ดำเนินการแกไข 

 

-ฝายวิศวกรรมระบบฯ 

โทร.. 2209 

-สำนักงานผูอำนวยการ  

โทร. 2206 

  บุคลากรไมสามารถเขามา

ปฏิบัติงานในมหาวิทยาลัย

ได/น้ำทวม/เช้ือโรคตดิตอ

รายแรง 

กำหนดใหใชคอมพิวเตอร

แบบพกพา (Laptop/ 

Notebook) ของหนวย 

งานเปนการช่ัวคราว 

ปฏิบัติงานท่ีบานเปนการ

ช่ัวคราว 

 

  ผูรับผิดชอบไมพรอม

ปฎิบัติงาน 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

6. ระบบควบคุมงานพิมพ Uniflow กนก บุญพันธจันที เครื่อง Uniflow server มี

ปญหา 

Back up ขอมูลอยาง

สม่ำเสมอ 

Restore ระบบ 

 

คุณ วิชัย 0859115880 

บริษัท แคนนอน ประเทศ

ไทย จำกัด 

  ผูรับผิดชอบไมพรอม

ปฏิบัติงานได 

 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

7. ระบบเครือขายภายในหองบริการ กนก บุญพันธจันที อุปกรณเครือขายชำรดุ สำรองอุปกรณเครือขาย -ตรวจสอบอุปกรณเครือขาย 

-เปลี่ยนอุปกรณเครือขาย 

ฝายวิศวกรรมระบบ 

   เตรียมอุปกรณเช่ือมตอ

เครือขายไรสาย pocket 

wifi 

-เช่ือมตอ wifi กับอุปกรณ

สำรอง (pocket wifi) แทน 

 

  ผูรับผิดชอบไมพรอม

ปฏิบัติงานได 

 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

8. ระบบไฟฟาภายในหองบริการ ชางเทคนิค ระบบไฟฟาไมสามารถใช

งานได 

 

-ตรวจสอบไฟฉุกเฉิน 

 

 

 

 

 

-ตรวจสอบอุปกรณตดัไฟ 

-ปดเครื่องปรับอากาศ 

-ปดเบรคเกอรทุกตัวท่ีจายไฟ

ใหกับเครื่องคอมพิวเตอร 

-ปดประตูทางออกฉุกเฉิน 

 

- กองอาคารสถานท่ีและ

ยานพาหนะ 

- ฝายวิศวกรรมระบบ 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

-กรณีดับเปนเวลานาน ให

เปดหนาตางเพ่ือระบาย

อากาศ 

   -จัดหาอุปกรณสำรองไฟ

สำหรับเครื่อง

คอมพิวเตอร 

 

- แจงผูใชงานใหบันทึกขอมูล

และปดเครื่องกอนท่ีระบบ

สำรองไฟฟาจะหมดพลังงาน  

- กองอาคารสถานท่ีและ

ยานพาหนะ 

- ฝายวิศวกรรมระบบ 

 

  ผูรับผิดชอบไมพรอม

ปฏิบัติงานได 

 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 

 

 

9. ระบบกลองวงจรปดในหองบรกิาร  กนก บุญพันธจันที ระบบไฟฟาขัดของ 

 

 

 

 

- ตรวจสอบความพรอม

ใชงานระบบบันทึกของ

กลองอยางสม่ำเสมอ 

- ตรวจสอบอุปกรณ

สำรองไฟฟาของระบบ

กลอง 

-ตรวจสอบระบบจายไฟฟา

ของระบบกลอง 

-ตรวจสอบระบบเครือขาย

ของกลอง 

-สลับกลองใหสามารถบันทึก

มุมท่ีมีความเสียงใหใชงานได

กอน 

-รายงานปญหาตอผูบริหาร

ทราบ 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน 

(4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

  อุปกรณกลองชำรดุ 

 

จัดหากลองท่ีสามารถ

ทำงานทดแทนกันได 

-สลับกลองใหสามารถบันทึก

มุมท่ีมีความเสียงใหใชงานได

กอน 

-รายงานปญหาตอผูบริหาร

ทราบ 

 

  อุปกรณเครือขายของ

กลองชำรุด 

 

จัดหาอุปกรณเครือขาย

สำรอง 

-สลับกลองใหสามารถบันทึก

มุมท่ีมีความเสียงใหใชงานได

กอน 

-รายงานปญหาตอผูบริหาร

ทราบ 

 

  ผูรับผิดชอบไมพรอม

ปฏิบัติงานได 

 

ฝกอบรม, กำหนด

ผูรับผิดชอบสำรอง, 

จัดทำคูมือการปฏิบัติงาน 

หัวหนาฝายมอบหมายให

ผูรับผิดชอบสำรอง

ปฏิบัติงานแทน 
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9. แผนปฏิบัติการฉุกเฉินของฝายเทคโนโลยีสารสนเทศ มจพ. ปราจีนบุรี 

   โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายเทคโนโลยีสารสนเทศ มจพ. ปราจีน 

แสดงดังภาพท่ี 6 

 

 

 

 

 

 

 

ภาพท่ี 6 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายเทคโนโลยีสารสนเทศ  

มจพ. ปราจีน 
 

   โดยมีรายละเอียดชื่อของระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉินของฝายบริการ

วิชาการและสงเสริมการวิจัย ดังตารางท่ี 10 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 11 

ตารางท่ี 10 รายช่ือระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (ฝายเทคโนโลยีสารสนเทศ 

มจพ. ปราจีน) 

ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 ระบบเครือขาย มจพ.ปราจีนบุร ี นายจันตพงษ บุตรลักษณ 

นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-151xxxx 

086-529xxxx 

098-824xxxx 

2 ระบบเครือขายไรสาย มจพ.ปราจีนบุร ี นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

3 ระบบรักษาความปลอดภัย

เครือขาย 

หอง server ช้ัน 5 อาคาร

สิรินธร 

นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

4 ระบบใหบริการ DHCP 

Server 

 

หอง server ช้ัน 5 อาคาร

สิรินธร 

นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

หัวหนาทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ปราจีนบุรี) 

อาจารย ผศ.ดร.บีสุดา ดาวเรือง  089-920xxxx 

ทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ปราจีนบุรี) 

นายเกษม ตั้งเกียรติศริิ  086-529xxxx 

ทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ปราจีนบุรี) 

นายพงษอนันต กิตติวิทยเมธี 098-824xxxx 
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ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

5 ระบบสำรองไฟฟา UPS หอง server ช้ัน 5 อาคาร

สิรินธร 

นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

6 ระบบรักษาอุณหภมูิหอง 

server 

หอง server ช้ัน 5 อาคาร

สิรินธร 

นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

7 ระบบ CCTV หอง server 604 นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

8 ระบบงาน Print UniFlow  หอง 609  นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

9 ระบบใหบริการเครื่อง

คอมพิวเตอร 

หอง 606 , 609    นายเกษม  ตั้งเกียรติศิร ิ

วิศวกร (อัตราวาง) 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

10 ระบบประชุมทางไกล  

 

หองประชุมทางไกล นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 

11 ระบบโทรศัพท VoIP มจพ.ปราจีนบุร ี นายเกษม  ตั้งเกียรติศิร ิ

 

นายพงษอนันต กิตติวิทยเมธี 

086-529xxxx 

098-824xxxx 
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ตารางท่ี 11 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับฝายเทคโนโลยีสารสนเทศ มจพ. ปราจีนบุรี 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

1. ระบบ

เครือขาย 

 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- อุปกรณเครือขายขัดของ 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

-  Link ISP Status 

- ตรวจสอบสถานะและ

ปริมาณการใชงาน 

-  ระบบสำรองไฟฟา 

- สำรอง Config ระบบ 

 

 

 

 

 

 

 

 

 

 

 

 

 

- เตรียม VPN  

- ทดสอบการตอ VPN 

 

ระบบเครือขายแบงเปนสองสวน คือ Campus 

(Intranet) และ Internet 

-  เมื่อระบบไฟฟาหลักขัดของและระบบไฟฟา

สำรองทำงานเปนปกติใหเครื่องและอุปกรณใน

ระบบทำงานตอไปได 

-  เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบ

ปดสวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

-  เมื่อระบบเครือขายขัดของสาเหตุจากการ

สื่อสารขอมูลมากเกินไปหรือการทำงานผิดพลาด

ของระบบเองใหผูดูแลระบบตรวจสอบอุปกรณ

เพ่ือหาสาเหตุและแกไขเบ้ืองตน 

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

- ฝายวิศวกรรมระบบ ฯ 

คุณจันตพงษ บุตรลักษณ 

โทร. 2209 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

 

- ผูรับผดิชอบไมพรอม

ปฏิบัติงานได 

 

 

 

 

 

 

 

 

 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบไปตรวจสอบและแกไขระบบ 

ถามีเหตสุุดวิสัยท่ีตองเขาปฏบัิติงานท่ี

มหาวิทยาลยัให ผูรับผิดชอบเดินทางมา

มหาวิทยาลยัเพ่ือปฏิบัติงานดวยความระวังอยาง

ท่ีสุด 

 

-  หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

 

 

 

 

 

2. ระบบ

เครือขาย 

ไรสาย 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- อุปกรณเครือขายขัดของ 

 

 

 

 

 

 

 

- ตรวจสอบการทำงานของ

ระบบ Cisco Prime 

,Wireless Controller 

Access Point 

 

 

 

 

- ตรวจสอบการทำงานของระบบไรสายโดยผาน

ระบบ Cisco Prime   หากไมสามารถเขา

ตรวจดูการทำงานของอุปกรณเครอืขายผานหนา 

Webpage ได ใหทำการตรวจสอบท่ีตัวอุปกรณ

โดยปดแลวเปดใหม  

- ตรวจสอบการทำงานของอุปกรณกระจาย

สัญญาณไรสาย หากมีตัวใดขัดของใหทำการ

ตรวจสอบเบ้ืองตน เชน ไฟสถานะ การปลอย

ผูบริหารระดับสูง ของ

มหาวิทยาลยั 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

 

 

- ระบบไฟฟาขัดของ 

 

 

 

 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

 

 

 

-  ตรวจสอบการทำงานของ

ระบบสำรองไฟฟา 

 

 

 

 

- เตรียม VPN  

- ทดสอบการตอ VPN 

 

 

 

 

 

 

 

 

 

 

สัญญาณ  

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

 

- ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใช

งานระบบไฟฟาสำรอง หากระบบไฟฟาสำรอง

รองเตือน ใหทำการปดระบบ รอจนระบบไฟฟา

หลักทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบไปตรวจสอบและแกไขระบบ 

ถามีเหตสุุดวิสัยท่ีตองเขาปฏบัิติงานท่ี

มหาวิทยาลยัให ผูรับผิดชอบเดินทางมา
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

- ผูรับผดิชอบไมพรอม

ปฏิบัติงานได 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

 

มหาวิทยาลยัเพ่ือปฏิบัติงานดวยความระวังอยาง

ท่ีสุด 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

3. ระบบรักษา

ความปลอดภัย

เครือขาย 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

-  CPU ทำงานหนัก  

-  ระบบถูกโจมต ี

-  อุปกรณขัดของ 

-  ระบบไฟฟาดับ 

 

 

 

 

 

 

 

 

 

 

 

 

 

- ตรวจสอบปรมิาณ Traffic  

- ตรวจสอบสถานะการ

ทำงาน CPU  

- สำรองอุปกรณ 

- สำรอง Config ระบบ 

 

 

 

 

 

 

 

 

 

 

 

 

- ตรวจสอบปรมิาณ Traffic ท่ีผาน firewall 

และสถานะการทำงานของ CPU  หากมีปริมาณ

การใชงานสูง หรือ CPU ทำงานหนัก ใหทำการ

ตรวจสอบ IP ท่ีมีการใชงานในปรมิาณสูง และ

แจงผูดูแล IP น้ันชวยทำการตรวจสอบ 

- ตรวจสอบการทำงานของอุปกรณผานหนา 

Web หากไมสามารถเขาใชงานได ใหทำการ 

Reboot  1 ครั้ง หลังจากน้ันเขาตรวจเช็คใหม 

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

 -  เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบ

ปดสวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

- ผูรับผดิชอบไมพรอม

ปฏิบัติงานได 

  

- เตรียม VPN  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงาน  

 

 

 

 

 

 

 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ถามีเหตุสดุวิสยัท่ีตองเขา

ปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวย

ความระวังอยางท่ีสดุ 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

4. ระบบ

ใหบริการ 

DHCP Server 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

-  CPU ทำงานหนัก  

-  ระบบถูกโจมต ี

-  อุปกรณขัดของ 

-  ระบบไฟฟาดับ 

- ระบบไมสามารถ

ตอบสนองตอการรองขอ 

- ตรวจสอบปรมิาณ Traffic  

- ตรวจสอบสถานะ การ

ทำงาน CPU  

- สำรองอุปกรณ 

- สำรอง Config ระบบ 

 

- ตรวจสอบการทำงานของอุปกรณผานหนา 

Web หากไมสามารถเขาใชงานได ใหทำการ 

Reboot  1 ครั้ง หลังจากน้ันเขาตรวจเช็คใหม 

- เมื่อเครื่องหรืออุปกรณชำรดุใหรบีแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

ผูบริหารระดับสูง ของ

มหาวิทยาลยั 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

IP Address ได 

 

 

 

 

 

 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

- ผูรับผดิชอบไมพรอม

 

 

 

 

 

 

 

 

- เตรียม VPN  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงาน 

 

 

 

 

 

 

 

 

 

 

- อบรม และมอบหมายใหมี

 - เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบ

ปดสวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

- ทำการ reboot server และตรวจสอบเครื่อง

ลูกขาย ไดรับ IP หรือไม 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ถามีเหตุสดุวิสยัท่ีตองเขา

ปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวย

ความระวังอยางท่ีสดุ 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ปฏิบัติงานได ผูดูแลระบบสำรอง สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

5. ระบบสำรอง

ไฟฟา UPS 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- ระบบไฟฟาดับ 

- UPS Alarm 

 

 

 

 

 

 

 

 

 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

- ทดสอบการทำงานของ

เครื่อง UPS โดยตัดไฟฟาท่ี

ปอนเขา 

 

 

 

 

 

 

 

 

 

- เตรียม VPN  

- ซื้อ card สำหรับ 

monitor UPS 

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ 

UPS แบบระยะไกล 

 

 

เครื่องสำรองไฟฟาขนาด 30 KVA ทำงานจาย

กำลังไฟฟาใหเครื่องคอมพิวเตอรใน หอง server 

ช้ัน 5 อาคารสิรินธร  

 - เมื่อไฟฟาหลักขัดของ ใหเฝาและตรวจการ

ทำงานโดยจับเวลาและลดภาระโดยการปด

เครื่องคอมพิวเตอรท่ีไมตองการการประมวลผล 

- เมื่อเครื่องสำรองไฟฟา UPS ไมทำงาน เมื่อ

ไฟฟาหลักขัดของใหรีบปดเครื่องคอมพิวเตอร 

อุปกรณและปรับการทำงานของเครื่องสำรอง

ไฟฟา UPS ไปท่ี  

“by passed” แลวแจงบริษัทผูรบัผิดชอบทันที 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

ผูบริหารระดับสูง ของ

มหาวิทยาลยั  

 

กองงาน วิทยาเขต

ปราจีนบุร ี

คุณสดุใจ  

ชตางาม 

โทร.7314 

 

-  SITEM 

   โทร 02-591-5000 

   โทรสาร 02-591-9119 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

 

 

- ผูรับผดิชอบไมพรอม

ปฏิบัติงานได 

 

 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

 

 

รับผิดชอบระบบ ถามีเหตุสดุวิสยัท่ีตองเขา

ปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวย

ความระวังอยางท่ีสดุ 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน 

6. ระบบรักษา

อุณหภูมิหอง 

Server 

นายเกษม  ตั้งเกียรติศิริ 

นายพงษอนันต กิตติวิทยเมธี 

-ระบบควบคุมขัดของ  

 

 

 

 

 

 

 

 

 

 

 

 

 

- ซอมบำรุง ลางทำความ

สะอาดระบบทุกเดือน 

- เปลี่ยนตัวกรองอากาศเมื่อ

ถึงเวลาท่ีกำหนดหรือชำรุด 

- เติมน้ำยาทำความเย็นให

ระบบทำงานถูกตองและมี

ประสิทธิภาพ 

- กำหนดอุณหภมูิให

เหมาะสมกับการเกิดความ

รอนภายในหอง 

 

 

 

 

- ระบบรักษาอุณหภูมหิอง CPU มีสองระบบ   

  สามารถทำงานไดพรอมกันและสามารถปรับ 

  อุณหภูมิและความช้ืนใหคงท่ีและเหมาะสมกับ 

  สภาพแวดลอมการทำงานของเครื่อง

คอมพิวเตอร 

  และอุปกรณ 

- เมื่อระบบใดชำรดุใหหยดุการทำงานและเปด

อีกระบบท่ียังคงใชงานไดตอไปและรีบแจงซอม

ตอบริษัทผูใหบริการ 

- เมื่อไฟฟาหลักขัดของเปนระยะเวลานานเปน

ผล ใหระบบไมทำงานและอุณหภมูิในหอง CPU 

เพ่ิม 

สูงข้ึนเกิน 30 องศาเซลเซียส ใหเปดหนาตาง

เพ่ือระบายความรอน 

-  SITEM 

   โทร 02-591-5000 

   โทรสาร 02-591-9119 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

- ผูรับผดิชอบไมสามารถ

ปฏิบัติงานได 

  

 

- เตรียม VPN  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ

ระบบรักษาอุณหภมูิหอง 

Server แบบระยะไกล 

 

 

 

 

 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก 

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ถามีเหตุสดุวิสยัท่ีตองเขา

ปฏิบัติงานท่ีมหาวิทยาลัยให ผูรับผิดชอบ

เดินทางมามหาวิทยาลัยเพ่ือปฏิบัติงานดวย

ความระวังอยางท่ีสดุ 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน  

7. ระบบ CCTV นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

-  ไฟแสดงสถานะสีน้ำเงิน

หนาเครื่องดับ 

 

 

 

-  ตรวจสอบการทำงานของ

ระบบสำรองไฟฟา 

 

 

 

ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใช

งานระบบไฟฟาสำรอง หากระบบไฟฟาสำรอง

รองเตือน ใหทำการปดระบบ รอจนระบบไฟฟา

หลักทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

- ไฟแสดงสถานะสีน้ำเงิน

หนาเครื่องตดิแตระบบไม

สามารถทำงานได 

- อุปกรณขัดของ 

- ไมสามารถบันทึกภาพได 

 

 

 

 

- บุคลากรไมสามารถเขา

มาปฏิบัติงานใน

มหาวิทยาลยัได  เชน น้ำ

ทวม ,เช้ือติดตอรายแรง 

 

 

 

 

 

 

 

 

 

 

- ตรวจสอบการทำงานของ 

Hardware และ Software 

 

 

 

 

 

 

 

- เตรียม VPN  

- ทดสอบการตอ VPN  

- เตรียมบริการควบคุมและ

ตรวจสอบการทำงานของ 

UPS แบบระยะไกล 

 

 

 

 

 

 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

- กลองไมแสดงภาพออกหนาจอ ทำการ

ตรวจสอบหากไมสามารถแกไขได ใหสงซอม 

- Server ไมสามารถบูต ระบบได ทำการ

ตรวจสอบหากไมสามารถแกไขได แจงฝายพัสดุ

สงซอม 

-  Software Error ไมสามารถรันระบบได

ตามปกติ ทำการ reboot เพ่ือเขาระบบใหม 

หากระบบยังไมสามารถทำงานได ติดตอบริษัท

เพ่ือทำการแกไขตอไป 

 

- ใหเฝาและตรวจการทำงานโดยการรีโมตดู ทุก 

3 ชม  (ทุกวัน)  

- ถามีปญหาใหผูดูแลระบบแจงผูอำนวยการ 

และหัวหนาฝายทางอีเมล  

- หัวหนาฝายแจงบุคลากรสำนักคอมฯ ผาน 

LINE แจงเพ่ือทราบ และใหฝายบริการวิชาการ

และสงเสรมิงานวิจัยประชาสัมพันธใหสวนงาน

ภายนอก  

- ใหผูอำนวยการอนุมัตติัวบุคคล ใหบุคลากรท่ี

รับผิดชอบระบบ ปดเครื่อง UPS ถามีเหตุ

สุดวิสยัท่ีตองเขาปฏิบัติงานท่ีมหาวิทยาลัยให 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

- ผูรับผดิชอบไมสามารถ

ปฏิบัติงานได 

 

 

 

 

- อบรม และมอบหมายใหมี

ผูดูแลระบบสำรอง 

 

ผูรับผิดชอบเดินทางมามหาวิทยาลัยเพ่ือ

ปฏิบัติงานดวยความระวังอยางท่ีสดุ 

 

- หัวหนาฝายพิจารณาผูรับผิดชอบหลักไม

สามารถปฏิบัติงานได ใหมอบหมายผูรับผิดชอบ

สำรองปฏิบัติงานแทน  

8. ระบบงาน 

Print UniFlow 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- เครื่อง Printer ขัดของ 

 

 

 

 

 

 

 

- เครื่อง Server Printer 

ขัดของ 

 

 

- จัดหาเครื่อง Printer 

ทดแทน 

 

 

 

 

 

 

- ติดตั้งโปรแกรมใหม กรณี

โปรแกรมมีปญหา 

- จัดหาเครื่อง Server 

Printerทดแทน กรณีเครื่อง 

Server 

Printer ขัดของ 

 

 

- ตรวจสอบเครื่อง Printer ใน 

เบ้ืองตน หากไมสามารถ 

ดำเนินการแกไขไดทันที จะ 

ดำเนินการติดตั้งเครื่อง 

Printer สำรอง 

- ประสานงานกับฝายพัสด ุ

เพ่ือดำเนินการสงซอม 

 

- ประสานงานกับฝายบริการฯ เพ่ือดำเนินการ

ติดตั้งระบบงานพิมพ 

- ทำการลงโปรแกรมเก่ียวกับ 

การจัดการระบบการพิมพ 

ใหม 

- หากเครื่อง Server เดิมขัดของ ดำเนินการ

จัดหาเครื่องทดแทนและดำเนินการตามขางตน 

 

9. ระบบ นายเกษม  ตั้งเกียรติศิร ิ - ไฟดับ - เตรียมความพรอมในการ - ประสานงานกับกองงาน มจพ.ปราจีนบุรี เพ่ือ  
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ใหบริการเคร่ือง

คอม 

พิวเตอร 

นายพงษอนันต กิตติวิทยเมธี  

 

 

 

 

 

 

 

- คอมพิวเตอรท่ีใหบริการ

ขัดของ 

ดูแลหอง 

 

 

 

 

 

 

 

- จัดหาคอมพิวเตอรใหม

ทดแทน 

สอบถามขอมูลและระยะเวลาในการแกไข 

- ปดหองบริการช่ัวคราว หากใชระยะเวลาใน

การซอมแซม 

เปนเวลานาน 

- เปดหองใหบริการเมื่อระบบไฟฟาสามารถใช

งานไดเรยีบรอยแลว 

- ทำการตรวจสอบ และแกไข 

ทันที หากทำได 

- ในกรณีท่ีไมสามารถดำเนินการซอมแซมได

ทันทีจะทำการติดตั้งเครื่องคอมพิวเตอรสำรอง 

- กรณีท่ีเครื่องคอมพิวเตอรขัดของพรอมกัน

จำนวนมากจะติดประกาศงดใชงานเครื่อง

คอมพิวเตอรช่ัวคราวและรีบดำเนินการแกไข 

- ประสานงานฝายพัสดุเพ่ือจัดหาอุปกรณ

เพ่ิมเตมิในกรณ ี

ท่ีอุปกรณภายในเครื่องชำรุดเชน ram 

10. ระบบ

ประชุมทางไกล 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- ภาพและเสียงขัดของ 

- อุปกรณประชุมทางไกล

ขัดของ 

- ดำเนินการทดสอบภาพ

และเสียงกอนการประชุม 

รวมกับผูรับผดิชอบของคู

สื่อสาร 

- ตรวจเช็คไฟสถานะเครื่อง

ประชุมทางไกล เช็คภาพท่ี

แสดงออกทางหนาจอ 

- Stand by เพ่ือแกไขปญหาตลอดการประชุม 

หากเกิดปญหาทางภาพและเสียงดำเนินการ

แกไขโดยทันที 

- ประสานงานฝายพัสดุเพ่ือจัดหาอุปกรณ

ทดแทนในกรณีท่ีอุปกรณประชุมทางไกลไม

สามารถใชงานได 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

11. ระบบ

โทรศัพท VoIP 

นายเกษม  ตั้งเกียรติศิร ิ

นายพงษอนันต กิตติวิทยเมธี 

- อุปกรณเครือขายขัดของ 

 

 

 

 

 

 

 

- เครื่อง VoIP Server 

ขัดของ 

 

 

- เครื่องโทรศัพทไม

สามารถใชงานได 

- ตรวจสอบการทำงานของ

อุปกรณ Cisco Router 

(VoIP) 

 

 

 

 

 

- ตรวจสอบสถานะเครื่อง 

VoIP Server 

 

 

- ตรวจสอบสถานะ

เครื่องโทรศัพท Cisco 

 

-  ตรวจสอบการทำงานของ

ระบบสำรองไฟฟา 

 

- ตรวจสอบการทำงานของ Cisco Router 

(VoIP) 

หากไมสามารถเขาตรวจดูการทำงานของ

อุปกรณเครือขาย ได ใหทำการตรวจสอบท่ีตัว

อุปกรณโดยปดแลวเปดใหม  

- ตรวจสอบการทำงานโดยการเขาหนา Web 

Manage หากไมสามารถเขาได ใหตรวจสอบ

สถานะ การทำงานของเครื่อง Server 

- ตรวจสอบการทำงานของอุปกรณโทรศัพทโดย

ทำการตรวจสอบ IP เครื่องโทรศัพท และเขา

หนา web manage เพ่ือดูสถานะ การเช่ือมตอ

กับ server   

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงทาง

กองงานวิทยาเขตปราจีนบุร ี

ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใช

งานระบบไฟฟาสำรอง หากระบบไฟฟาสำรอง

รองเตือน ใหทำการปดระบบ รอจนระบบไฟฟา

หลักทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 

กองงาน วิทยาเขต

ปราจีนบุร ี

คุณสดุใจ ชตางาม 

โทร.7314 

 

 



83 

 

10. แผนปฏิบัติการฉุกเฉินของฝายเทคโนโลยีสารสนเทศ มจพ. ระยอง 

   โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายเทคโนโลยีสารสนเทศ มจพ. ระยอง 

แสดงดังภาพท่ี 7 

 

 

 

 

 

 

 

ภาพท่ี 7 โครงสรางทีมงานบริหารการรองรับสถานการณฉุกเฉินของฝายเทคโนโลยีสารสนเทศ          

มจพ. ระยอง 

    

โดยมีรายละเอียดชื่อของระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉินของฝายเทคโนโลยี

สารสนเทศ ระยอง ดังตารางท่ี 12 และรายละเอียดของแผนปฏิบัติการฉุกเฉินแสดงดังในตารางท่ี 13 

ตารางท่ี 12 รายช่ือระบบและบุคลากรท่ีรับผิดชอบเม่ือเกิดสถานการณฉุกเฉิน (ฝายเทคโนโลยีสารสนเทศ 

มจพ. ระยอง) 

ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

1 ระบบเครือขาย (Router,Sw) ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

2 ระบบ Firewall (Paloalto3220) ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

3 ระบบ Firewall (Sophos) ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx  

4 Windows server 2019 

DHCP Server 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

5 ระบบใหบริการ DNS  

 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

6 ระบบ CCTV ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารีย

วิทยา 

098-689xxxx 

095-514xxxx 

7 ระบบงาน Print UniFlow  ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

หัวหนาทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ระยอง) 

รศ. ปรีชา ชมขำ  081-305xxxx 

ทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ระยอง) 

นางสาวเขมจริา มงคลนำ   098-689xxxx 

ทีมบริหารรองรับสถานการณฉุกเฉิน 

(ฝายเทคโนโลยีสารสนเทศ มจพ.ระยอง) 

นายญาณวิทย อ้ึงอารียวิทยา  095-514xxxx 
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ลำดับท่ี งาน ท่ีต้ัง ผูรับผิดชอบ เบอรโทรศัพท 

นายญาณวิทย อ้ึงอารีย

วิทยา 

095-514xxxx 

8 ระบบใหบริการเครื่อง

คอมพิวเตอร 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารีย

วิทยา 

098-689xxxx 

095-514xxxx 

9 ระบบประชุมทางไกล  

 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารีย

วิทยา 

098-689xxxx 

095-514xxxx 

10 ระบบสำรองไฟฟา UPS ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

11 ระบบประตูนับจำนวนคนเขา-

ออก 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารีย

วิทยา 

098-689xxxx 

095-514xxxx 

12 ระบบเครือขายไรสาย ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 

31  ระบบเซิฟเวอรเครื่องแมขาย 

(HCI) 

ช้ัน 7 อาคารอเนกประสงค นางสาวเขมจริา  มงคลนำ 098-689xxxx 
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ตารางท่ี 13 รายละเอียดแผนปฏิบัติการฉุกเฉินสำหรับฝายเทคโนโลยีสารสนเทศ มจพ. ระยอง 

ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

1. ระบบเครือขาย 

 

นางสาวเขมจิรา มงคลนำ - อุปกรณเครือขาย

ขัดของ 

-  Link ISP Status 

-  ตรวจสอบสถานะ

และปรมิาณการใชงาน 

-  ระบบสำรองไฟฟา 

-  สำรอง Config 

ระบบ 

 

ระบบเครือขายแบงเปนสองสวน คือ Campus 

(Intranet) และ Internet 

-  เมื่อระบบไฟฟาหลักขัดของและระบบไฟฟา

สำรองทำงานเปนปกติใหเครื่องและอุปกรณใน

ระบบทำงานตอไปได 

-  เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบปด

สวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

-  เมื่อระบบเครือขายขัดของสาเหตุจากการ

สื่อสารขอมูลมากเกินไปหรือการทำงานผิดพลาด

ของระบบเองใหผูดูแลระบบตรวจสอบอุปกรณ

เพ่ือหาสาเหตุและแกไขเบ้ืองตน 

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

- 3BB  

  NOC : 021021199 

021000000 

- UNINET 

  NOC:  

022324000 

0817013510 

 

2. ระบบ Firewall 

(Paloalto3220) 

นางสาวเขมจิรา มงคลนำ -  CPU ทำงานหนัก  

-  ระบบถูกโจมต ี

-  อุปกรณขัดของ 

-  ตรวจสอบปรมิาณ 

Traffic  

- ตรวจสอบ

- ตรวจสอบปรมิาณ Traffic ท่ีผาน firewall และ

สถานะการทำงานของ CPU  หากมีปริมาณการใช

งานสูง หรือ CPU ทำงานหนัก ใหทำการ

บริษัท ไซเทค 

091-871-5161 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

- ระบบไฟฟาดับ 

 

 

สถานะการทำงาน 

CPU  

-  สำรองอุปกรณ 

-  สำรอง Config 

ระบบ 

 

ตรวจสอบ IP ท่ีมีการใชงานในปรมิาณสูง และแจง

ผูดูแล IP น้ันชวยทำการตรวจสอบ 

- ตรวจสอบการทำงานของอุปกรณผานหนา Web 

หากไมสามารถเขาใชงานได ใหทำการ Reboot  

1 ครั้ง หลังจากน้ันเขาตรวจเช็คใหม 

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

 -  เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบปด

สวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

 

 

3. ระบบ Firewall 

(Sophos) 

 

 

 

 

นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

-  CPU ทำงานหนัก  

-  ระบบถูกโจมต ี

-  อุปกรณขัดของ 

- ระบบไฟฟาดับ 

 

 

-  ตรวจสอบปรมิาณ 

Traffic  

- ตรวจสอบ

สถานะการทำงาน 

CPU  

-  สำรองอุปกรณ 

- ตรวจสอบปรมิาณ Traffic ท่ีผาน firewall และ

สถานะการทำงานของ CPU  หากมีปริมาณการใช

งานสูง หรือ CPU ทำงานหนัก ใหทำการ

ตรวจสอบ IP ท่ีมีการใชงานในปรมิาณสูง และแจง

ผูดูแล IP น้ันชวยทำการตรวจสอบ 

- ตรวจสอบการทำงานของอุปกรณผานหนา Web 

บริษัท NPC 

082-7633-083 

061-8484-541 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

 

 

 

 

-  สำรอง Config 

ระบบ 

 

หากไมสามารถเขาใชงานได ใหทำการ Reboot  

1 ครั้ง หลังจากน้ันเขาตรวจเช็คใหม 

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

 -  เมื่อระบบไฟฟาหลักขัดของและระบบสำรอง

ไฟฟาไมทำงานเปนผลใหระบบไมทำงานใหรีบปด

สวิทชของเครื่องและอุปกรณท้ังหมดและรอ

จนกวาระบบไฟฟาหลักจะกลับเปนปกติ จึง

สามารถเปดระบบท้ังหมดใหทำงาน 

4. Windows 

server 2019 

DHCP Server 

 

 

นางสาวเขมจิรา มงคลนำ -  ไฟแสดงสถานะสีน้ำ

เงินหนาเครื่องดับ 

 

- ไฟแสดงสถานะสีน้ำ

เงินหนาเครื่องตดิแต

ระบบไมสามารถ

ตอบสนองตอการรอง

ขอ IP Addressได 

-  ตรวจสอบการ

ทำงานของระบบ

สำรองไฟฟา 

 

- ตรวจสอบการ

ทำงานของ 

Hardware และ 

Software  

 

 

ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใชงาน

ระบบไฟฟาสำรอง หากระบบไฟฟาสำรองรอง

เตือน ใหทำการปดระบบ รอจนระบบไฟฟาหลัก

ทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 

 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1. Hardware Error ไมสามารถบูตเขาระบบได 

- ทำการติดตอแจงซอมเครื่อง 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

 

 

 

 

 

 

 

2. Software Error ไมสามารถรันระบบได

ตามปกต ิ

- ทำการ reboot server และตรวจสอบเครื่องลูก

ขาย ไดรับ IP หรือไม 

- ทำการติดตอเพ่ือดำเนินการขอความชวยเหลือ

ทางโทรศัพท 

5. ระบบใหบริการ 

DNS 

นางสาวเขมจิรา มงคลนำ - ระบบไฟฟาดับ 

- ไมสามารถ

ตอบสนองตอการรอง

ขอบริการได 

ตรวจสอบอุปกรณ ตรวจสอบไฟ LED หนาเครื่องวาตดิหรือไม 

- หากไมสามารถทำงานไดให restart อุปกรณ 1 

ครั้ง 

- หากยังไมสามารถใชงานไดอีก แจงผูใชเพ่ือ

เปลี่ยนไปใช NS1/NS2 ช่ัวคราว 

 

6. ระบบ CCTV นางสาวเขมจิรา   มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

-  ไฟแสดงสถานะสีน้ำ

เงินหนาเครื่องดับ 

 

 

 

 

-  ตรวจสอบการ

ทำงานของระบบ

สำรองไฟฟา 

 

 

 

ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใชงาน

ระบบไฟฟาสำรอง หากระบบไฟฟาสำรองรอง

เตือน ใหทำการปดระบบ รอจนระบบไฟฟาหลัก

ทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

 

 

 

- ไฟแสดงสถานะสีน้ำ

เงินหนาเครื่องตดิแต

ระบบไมสามารถ

ทำงานได 

- อุปกรณขัดของ 

- ไมสามารถ

บันทึกภาพได 

 

 

 

 

 

 

 

- ตรวจสอบการ

ทำงานของ 

Hardware และ 

Software 

 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

- กลองไมแสดงภาพออกหนาจอ ทำการตรวจสอบ

หากไมสามารถแกไขได ใหสงซอม 

- Server ไมสามารถบูตระบบได ทำการตรวจสอบ

หากไมสามารถแกไขได แจงฝายพัสดุสงซอม 

-  Software Error ไมสามารถรันระบบได

ตามปกติ ทำการ reboot เพ่ือเขาระบบใหม หาก

ระบบยังไมสามารถทำงานได ติดตอบริษัทเพ่ือทำ

การแกไขตอไป 

7.  ร ะ บ บ ง า น 

Print UniFlow 

นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

- เครื่อง Printer 

ขัดของ 

 

 

 

 

 

 

 

- จัดหาเครื่อง Printer 

ทดแทน 

 

 

 

 

 

 

- ติดตั้งโปรแกรมใหม 

- ตรวจสอบเครื่อง Printer ใน 

เบ้ืองตน หากไมสามารถ 

ดำเนินการแกไขไดทันที จะ 

ดำเนินการติดตั้งเครื่อง 

Printer สำรอง 

- ประสานงานกับฝายพัสด ุ

เพ่ือดำเนินการสงซอม 

 

- ประสานงานกับฝายบริการฯ เพ่ือดำเนินการ
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

- เครื่อง Server 

Printer ขัดของ 

กรณีโปรแกรมมี

ปญหา 

- จัดหาเครื่อง Server 

Printerทดแทน กรณี

เครื่อง Server 

Printer ขัดของ 

ติดตั้งระบบงานพิมพ 

- ทำการลงโปรแกรมเก่ียวกับ 

การจัดการระบบการพิมพ 

ใหม 

- ประสานงานกับฝายวิศวกรรมระบบเพ่ือติดตั้ง

User Account ของนศ.ในโปรแกรมระบบการ

พิมพ 

- หากเครื่อง Server เดิมขัดของ ดำเนินการจัดหา

เครื่องทดแทนและดำเนินการตามขางตน 

8. ระบบใหบริการ

เคร่ืองคอม 

พิวเตอร 

นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

- ไฟดับ 

 

 

 

 

 

 

 

 

 

 

- คอมพิวเตอรท่ี

- เตรียมความพรอมใน

การดูแลหอง 

 

 

 

 

 

 

 

 

- จัดหาคอมพิวเตอร

ใหมทดแทน 

- ประสานงานกับกองงาน มจพ.ระยอง เพ่ือ

สอบถามขอมูลและระยะเวลาในการแกไข 

- ปดหองบริการช่ัวคราว หากใชระยะเวลาในการ

ซอมแซม 

เปนเวลานาน 

- เปดหองใหบริการเมื่อระบบไฟฟาสามารถใชงาน

ไดเรียบรอยแลว 

- ทำการตรวจสอบ และแกไข 

ทันที หากทำได 

- ในกรณีท่ีไมสามารถดำเนินการซอมแซมไดทันที

จะทำการตดิตั้งเครื่องคอมพิวเตอรสำรอง 

- กรณีท่ีเครื่องคอมพิวเตอรขัดของพรอมกัน
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

ใหบริการขัดของ จำนวนมากจะติดประกาศงดใชงานเครื่อง

คอมพิวเตอรช่ัวคราวและรีบดำเนินการแกไข 

- ประสานงานฝายพัสดุเพ่ือจัดหาอุปกรณเพ่ิมเติม

ในกรณ ี

ท่ีอุปกรณภายในเครื่องชำรุดเชน ram 

9 . ระบบประชุม

ทางไกล 

นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

- ภาพและเสียง

ขัดของ 

- อุปกรณประชุม

ทางไกลขัดของ 

- ดำเนินการทดสอบ

ภาพและเสียงกอนการ

ประชุม รวมกับ

ผูรับผิดชอบของคู

สื่อสาร 

- ตรวจช็คไฟสถานะ

เครื่องประชุมทางไกล 

เช็คภาพท่ีแสดงออก

ทางหนาจอ 

- Stand by เพ่ือแกไขปญหาตลอดการประชุม 

หากเกิดปญหาทางภาพและเสียงดำเนินการแกไข

โดยทันที 

 

- ประสานงานฝายพัสดุเพ่ือจัดหาอุปกรณทดแทน

ในกรณีท่ีอุปกรณประชุมทางไกลไมสามารถใชงาน

ได 

 

10. ระบบสำรอง

ไฟฟา UPS 

นางสาวเขมจริา  มงคลนำ 

 

- ระบบไฟฟาดับ 

- UPS Alarm 

- ทดสอบการทำงาน

ของเครื่อง UPS โดย

ตัดไฟฟาท่ีปอนเขา 

เครื่องสำรองไฟฟาขนาด 16 KVA ทำงานจาย

กำลังไฟฟาใน  

หอง server  

- เมื่อไฟฟาหลักขัดของ ใหเฝาและตรวจการ

ทำงานโดยจับเวลาและลดภาระโดยการปดเครื่อง

คอมพิวเตอรท่ีไมตองการการประมวลผล 

- เมื่อเครื่องสำรองไฟฟา UPS ไมทำงาน เมื่อไฟฟา

บริษัท ไซเทม 

081-840-2330 
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

หลักขัดของใหรีบปดเครื่องคอมพิวเตอร อุปกรณ

และปรับการทำงานของเครื่องสำรองไฟฟา UPS 

ไปท่ี “by passed” แลวแจงบริษัทผูรับผดิชอบ

ทันที 

 

11 . ระบบประตู

นับจำนวนคนเขา

ออก 

นางสาวเขมจริา  มงคลนำ 

นายญาณวิทย อ้ึงอารียวิทยา 

- คอมพิวเตอรใชใน

การเก็บขอมูลขัดของ 

- ระบบ hardware 

และ software ในการ

ตรวจนับ ขัดของ 

- ดำเนินการสำรอง

ฐานขอมูลและจัดหา

เครื่องใหมทดแทน 

- ตรวจสอบการ

ทำงานของ 

Hardware และ 

Software 

- ตรวจสอบคอมพิวเตอรท่ีใชบันทึกขอมูลและทำ

การแกไขเบ้ืองตนหากไมสามารถแกไขได ทำการ

สำรองขอมูลและจดัหาเครื่องใหม ทดแทน 

 

ตรวจสอบการทำงานของ Hardware และ 

Software ตามลำดับ โดยแบงเปนกรณีคือ 

1. Hardware Error ไมสามารถทำงานได 

- ตรวจเช็คระบบไฟฟา 

- ทำการติดตอแจงซอมเครื่อง 

2. Software Error ไมสามารถรนัระบบได

ตามปกต ิ

- ทำการติดตอเพ่ือดำเนินการขอความชวยเหลือ

ทางโทรศัพท 

นายศิวกร หลงสมบูรณ 

02-555-2000  

ตอ 2229 

12. ระบบ

เครือขายไรสาย 

นางสาวเขมจริา  มงคลนำ 

 

- อุปกรณเครือขาย

ขัดของ 

- ระบบไฟฟาขัดของ 

- ตรวจสอบการ

ทำงานของระบบ -

Wireless Controller 

- ตรวจสอบการทำงานของระบบไรสายโดยผาน

ระบบ WLC หากไมสามารถเขาตรวจดูการทำงาน

ของอุปกรณเครือขายผานหนา Webpage ได ให
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ระบบ (1) ผูรับผิดชอบ (2) ภาวะฉุกเฉิน (3) การเตรียมการเพ่ือ

ตอบสนองภาวะ

ฉุกเฉิน (4) 

แผนปฏิบัติการฉุกเฉิน (5) หนวยงานสนับสนนุ (6) 

-Access Point 

-  ตรวจสอบการ

ทำงานของระบบ

สำรองไฟฟา 

 

ทำการตรวจสอบท่ีตัวอุปกรณโดยปดแลวเปดใหม  

- ตรวจสอบการทำงานของอุปกรณกระจาย

สัญญาณไรสาย หากมีตัวใดขัดของใหทำการ

ตรวจสอบเบ้ืองตน เชน ไฟสถานะ การปลอย

สัญญาณ  

-  เมื่อเครื่องหรืออุปกรณชำรุดใหรีบแจงบริษัท

ผูรับผิดชอบและดำเนินการเปลี่ยนทดแทนโดย

ทันที 

ตรวจสอบการทำงานของระบบสำรองไฟฟา 

-  เมื่อระบบไฟฟาหลักขัดของ ใหเปลี่ยนมาใชงาน

ระบบไฟฟาสำรอง หากระบบไฟฟาสำรองรอง

เตือน ใหทำการปดระบบ รอจนระบบไฟฟาหลัก

ทำงานเปนปกติ จึงเปดระบบข้ึนอีกครั้ง 
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11. แผนปองกันและระงับอัคคีภัย 

หลักการและเหตุผล 

อัคคีภัยเปนภัยพิบัติท่ีเกิดข้ึนบอยครั้ง โดยท่ีบางครั้งเราอาจไมทันรูตัวซ่ึงอาจเกิดจากธรรมชาติ หรือเกิด

มาจากความประมาท ขาดความระมัดระวังหรือพลั้งเผลอทำใหสงผลตอความปลอดภัยในชีวิตและทรัพยสิน

ของสวนราชการและประชาชนท่ัวไป สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ ไดตระหนักและเล็งเห็น

ถึงความสำคัญในเรื่องของการปองกันและระงับอัคคีภัย เนื่องจากมีบุคลากรและผูมาติดตอสำนัก

คอมพิวเตอรฯ อยูเปนจำนวนมากตลอดจนมีวัสดุ อุปกรณ เครื่องมือ เครื่องใชสำนักงานรวมถึงเอกสารตาง 

ๆ ซ่ึงเปนแหลงเชื้อเพลิงอยางดีหากไมมีการตรวจตราอยางระมัดระวังอาจเปนสาเหตุท่ีทำใหเกิดอัคคีภัยได

งาย เม่ือเกิดอัคคีภัยจะไดมีการระงับไดอยางทันทวงที  

สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ จึงไดจัดทำแผนปองกันและระงับอัคคีภัยข้ึนเพ่ือเปนการ

เตรียมความพรอมการรองรับเหตุการณเม่ือเกิดเพลิงไหม และเปนแนวทางในการเตรียมความพรอมเพ่ือ

ปองกันและลดความเสี่ยงตออัคคีภัยท่ีอาจเกิดข้ึน หรือหากเกิดข้ึนแลวก็จะสามารถระงับไดอยางทันทวงที 

ดังนั้น การเตรียมความพรอมตอภาวะฉุกเฉินจากการเกิดอัคคีภัยทำใหสามารถปองกันและรักษาความ

ปลอดภัยดานอัคคีภัยได และรวมถึงการจัดใหมีการซอมแผนการระงับอัคคีภัยและการอพยพหนีไฟอยาง

นอยปละ 1 ครั้ง เพ่ือใหบุคลากรไดมีความรู ความเขาใจ เกิดความตระหนักถึงอันตรายท่ีเกิดจากอัคคีภัย

ตลอดจนสามารถปฏิบัติการตามแผนปองกันและระงับอัคคีภัยไดอยางมีประสิทธิภาพ 

วัตถุประสงค 

1) เพ่ือควบคุมและปองกันความเสียหาย และอันตรายท่ีอาจเกิดข้ึนตอชีวิตและทรัพยสิน 

2) เพ่ือลดอัตราความเสี่ยงตอการเกิดอัคคีภัย 

3) เพ่ือเตรียมความพรอมการรับเหตุฉุกเฉินกรณีเกิดเพลิงไหมอาคารสถานท่ี และอ่ืน ๆ ท้ังกอนและ

หลังเกิดเหตุ 

4) เพ่ือใหบุคลากรของสำนักคอมพิวเตอรฯ เกิดความตระหนัก มีความพรอม ความม่ันใจและ

ชวยเหลือตนเองไดอยางปลอดภัยเม่ือเกิดอัคคีภัย 

ขอบเขตการทำงาน 

แผนการปองกันและระงับอัคคีภัยใชเฉพาะกรณีเก่ียวกับการปองกันและระงับอัคคีภัยภายในสำนัก

คอมพิวเตอรและเทคโนโลยีสารสนเทศ มหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ 

ผูรับผิดชอบ 

สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ มหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ 
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คำนิยาม 

 สำนักคอมพิวเตอรฯ หมายถึง  สำนักคอมพิวเตอรและเทคโนโลยีสารสนเทศ 

   มหาวิทยาลัยเทคโนโลยีพระจอมเกลาพระนครเหนือ 

 ผูอำนวยการดับเพลิง  หมายถึง  ผูอำนวยการสำนักคอมพิวเตอรและเทคโนโลยี

สารสนเทศ  

   หรือผูท่ีไดรับมอบหมาย 

 แผนปองกันและระงับอัคคีภัย หมายถึง แนวทางปฏิบัติท่ีจะใชในการปองกันและระงับอัคคีภัย 

 ระบบปองกันและระงับอัคคีภัย หมายถึง สิ่งท่ีจัดทำหรือติดตั้งเพ่ือวัตถุประสงคในการปองกัน 

  และระงับอัคคีภัย 

แผนปองกันและระงับอัคคีภัย ประกอบดวยแผนการปฏิบัติ จำนวน 3 แผน ดังนี้ 

1) แผนการปฏิบัติกอนเกิดเหตุอัคคีภัย 

2) แผนการปฏิบัติเม่ือเกิดเหตุอัคคีภัย 

3) แผนการปฏิบัติภายหลังเพลิงสงบ 

1.1. แผนการปฏิบัติกอนเกิดเหตุอัคคีภัย ประกอบดวย 

1.1.1 แผนการรณรงคป องกันอัคคีภัย เปนแผนเพ่ือปองกันการเกิดอัคคีภั ย เชน  การ

ประชาสัมพันธ การจัดกิจกรรม 7 ส. เปนตน 

1.1.2 แผนการฝกอบรม เปนแผนการอบรมเชิงปฏิบัติการใหความรูแกบุคลากร ซ่ึงจะประกอบไป

ดวยการฝกซอมการดับเพลิง การฝกซอมการปฐมพยาบาล การฝกซอมการชวยชีวิตและการฝกซอมการอพยพหนี

ไฟ อยางนอยปละ 1 ครั้ง 

1.1.3 แผนการตรวจตรา เปนการตรวจตราเฝาระวังปองกันและขจัดสาเหตุของการเกิดอัคคีภัย

ตรวจตราความปลอดภัยและความเรียบรอยของอาคารสำนักงาน วัสดุ อุปกรณเครื่องมือเครื่องใช โดยใหมีการ

ดำเนินการและกำหนดใหมีผูรับผิดชอบ ดังนี้ 

1.1.3.1 ใหบุคลากรสำนักคอมพิวเตอรฯ สำรวจตรวจตราความปลอดภัยบริเวณสำนักงาน 

อาคารสถานท่ี วัสดุ อุปกรณ เครื่องมือ เครื่องใช ในสถานท่ีทำงานของตนเอง และบริเวณโดยรอบสถานท่ี

ทำงานของตนเองท้ังกอนและหลังปฏิบัติงานใหอยูในสภาพสมบูรณพรอมใชงาน รวมถึงการจัดการแหลงสะสม

เชื้อเพลิง เชน กระดาษ และวัสดุท่ีติดไฟไดงาย เพ่ือความปลอดภัย 

1.1.3.2 จัดทำปายสื่อความหมายความปลอดภัย เชน ทางหนีไฟ หรือปายขอความอ่ืน ๆ 

ท่ีเก่ียวของ 

1.1.3.3 ตรวจสอบการทำงานของถังดับเพลิงและอุปกรณดับเพลิงภายในอาคารใหใชงาน

ไดอยางมีประสิทธิภาพ โดยถังดับเพลิงจะตองมีสารเคมีท่ีใชในการดับเพลิงตามปริมาตรท่ีกำหนด และเปลี่ยน
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สารเคมีตามวาระและอายุของสารเคมีนั้น และตองติดตั้งในบริเวณท่ีเห็นไดชัดเจน สามารถหยิบใชงานไดอยาง

สะดวกไมสิ่งกีดขวาง 

1.1.3.4 จัดทำแผนผังอาคาร เสนทางอพยพหนีไฟ จุดรวมพล ใหบุคลากรไดรับทราบ 

1.1.3.5 จัดทำผังการติดตอสื่อสารกรณีเกิดเหตุการณฉุกเฉินท้ังในและนอกเวลาราชการ 

หมายเลขโทรศัพทของผูบริหาร หนวยงาน ผูดูแลอาคารสถานท่ี เจาหนาท่ีรักษาความปลอดภัย สถานีตำรวจใน

พ้ืนท่ี และสถานีดับเพลิงใกลเคียงโดยทำปายติดใหชัดเจน และท่ัวถึง 

1.2. แผนการปฏิบัติเม่ือเกิดเหตุอัคคีภัย เปนแผนเก่ียวกับการดับเพลิง และลดความสูญเสีย ประกอบ

ไปดวย แผนการดับเพลิงดังภาพท่ี 8 และผูรับผิดชอบดังตารางท่ี 14  รวมถึงแผนการอพยพหนีไฟ

ดังภาพท่ี 9 แลผูรับผิดชอบดังตารางท่ี 15 

1.2.1 แผนการดับเพลิง 
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ภาพท่ี 8 แผนการดับเพลิง 
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ตารางท่ี 14 ผูรับผิดชอบในตำแหนงตาง ๆ ตามแผนดับเพลิง 

ผูปฏิบัติงาน หนาท่ีความรับผิดชอบ กำหนดรายช่ือ 

ผูอำนวยการ

ดับเพลิง 

1. รับฟงรายงานเพ่ือสั่งการใชแผนท่ีเก่ียวของกับ

การระงับอัคคีภัยและการอพยพหนีไฟ 

2. รายงานผลการเกิดเพลิงไหมตอผูบังคับบัญชา

ระดับสูงข้ึนไป 

รศ.ดร.ชูพันธุ รัตนโภคา 

ฝายประสานงาน 1. ประสานบุคลากรท่ีทราบเหตุเพลิงไหมหรือ

หนวยดับเพลิงจากแหลงอ่ืนท่ีเขามาชวยเหลือ 

2. ขอความชวยเหลือจากหนวยงานท่ีเก่ียงของ 

เชนหนวยดับเพลิงจากภายนอก หนวยพยาบาล 

นางสาวรจนา บุญแกว 

ฝายปฏิบัติการ 1. รอรับคำสั่งจากผูอำนวยการดับเพลิง 

2. ใชถังเคมีดับเพลิงตามจุดตาง ๆ มาชวยดับเพลิง 

นายนรินทร บุญปง 

ฝายไฟฟา 1. รอรับคำสั่งจากผูอำนวยการดับเพลิง 

2. เม่ือเกิดเพลิงไหมใหรีบเขาไปท่ีเกิดเหตุ เพ่ือ

รับคำสั่งตัดกระแสไฟฟาจากฝายปฏิบัติการ 

นายศิวกร หลงสมบูรณ 
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1.2.2 แผนอพยพหนีไฟ 

 

 

 

ภาพท่ี 9 แผนอพยพหนีไฟ 
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กำหนดจุดรวมพลของสำนักคอมพิวเตอรฯ บริเวณลานหนาอาคารคณะศิลปศาสตรประยุกต 

 

 

 

ภาพท่ี 10 จุดรวมพล 
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แผนผังทางหนีไฟ 

 

ภาพท่ี 11 แผนผังทางหนีไฟ ช้ัน 5 อาคารอเนกประสงค 

 

ภาพท่ี 12 แผนผังทางหนีไฟ ช้ัน 1 อาคารอเนกประสงค 
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ตารางท่ี 15 ผูรับผิดชอบในตำแหนงตาง ๆ ตามแผนอพยพหนีไฟ 

การกำหนดผูรับผิดชอบแผนอพยพหนีไฟเพ่ือความปลอดภัยตอชีวิตและทรัพยสินของบุคลากร 

ประกอบดวย 

ผูปฏิบัติงาน หนาท่ีความรับผิดชอบ กำหนดรายช่ือ 

ผูนำทางและ

ตรวจสอบ 

- นำทางบุคลากรทุกคนออกจากพ้ืนท่ีท่ีเกิดเพลิงไหม 

- ตรวจนับจำนวนบุคลากรวามีการอพยพหนีออกมา

ภายนอกบริเวณท่ีปลอดภัย ครบทุกคนหรือไม 

นายศิวกร หลงสมบูรณ 

นายนรินทร บุญปง 

นางสาวพิรานันท ลางดี 
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1.3. แผนการปฏิบัติภายหลังเกิดเหตุอัคคีภัย 

1.3.1 แผนบรรเทาทุกข 

ตารางท่ี 16 ผูรับผิดชอบและหนาท่ีตางๆ ตามแผนบรรเทาทุกข 

หน้าทีค่วามรับผิดชอบ ผู้ปฏิบัติงาน 

ประสานงานกบัหน่วยงานที่เก่ียวขอ้ง นางสาวรจนา บญุแกว้ 

การสาํรวจและประเมินความเสียหาย นางสาวชาลินทร ์เกรียงสินยศ 

สาํรวจบคุลากรที่ตอ้งการความช่วยเหลือหรือไดร้บับาดเจ็บ นางสาวจารุชา เจือทอง 

การช่วยเหลือ สงเคราะหผ์ูป้ระสบภยั นางสาวพิรานนัท ์ลางดี 

ปรับปรุงแก้ไขปัญหาเฉพาะหน้า หาสถานท่ีทํางานชั่ วคราวเพื่อให้

สถานท่ีทาํงานสามารถดาํเนินงานไดโ้ดยเร็วท่ีสดุ 

นางสาวชาลินทร ์เกรียงสินยศ 

 

1.3.2 แผนการฟนฟู 

1.3.2.1 โครงการ/กิจกรรม เพ่ือการนำรายงานผลการประเมินจากทุกด านจาก

สถานการณจริงมาปรับปรุงแกไข โดยเฉพาะแผนการปองกันอัคคีภัย (กอนเกิดเหตุ) แผนปฏิบัติเม่ือเกิดเหตุ

เพลิงไหม (แผนดับเพลิง แผนการอพยพหนีไฟ) แผนการบรรเทาทุกข (ทันทีท่ีเพลิงสงบ) รวมท้ังการปรับปรุง

แกไขการมอบหมายตัวบุคคลท่ีรับผิดชอบในฝายตาง ๆ ท่ีบกพรองใหเหมาะสมยิ่งข้ึน 

1.3.2.2 โครงการ/กิจกรรม เพ่ือรวมรับแผนฟนฟู ไดแก โครงการประชาสัมพันธสาเหตุ

การเกิดอัคคีภัย และแนวทางการปองกันในรูปแบบตาง ๆ โครงการปรับปรุงซอมแซมและสรรหาสิ่งท่ีสูญเสียให

กลับคืนสภาพปกติ โครงการฟนฟูสงเคราะหบุคลากรท่ีเจ็บปวยจากเหตุการณ 
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ภาพท่ี 13 พ้ืนท่ีสำนักคอมพิวเตอรฯ ช้ัน 3 
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ภาพท่ี 14 พ้ืนท่ีสำนักคอมพิวเตอรฯ ช้ัน 4 
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ภาพท่ี 15  พ้ืนท่ีสำนักคอมพิวเตอรฯ ช้ัน 5 
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ภาพท่ี 16 พ้ืนท่ีสำนักคอมพิวเตอรฯ มจพ. วิทยาเขตระยอง อาคารอเนกประสงค ช้ัน 7 
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ภาพท่ี 17 พ้ืนท่ีสำนักคอมพิวเตอรฯ มจพ. วิทยาเขตปราจีนบุร ีอาคารสิรินธร ช้ัน 6 



แผนรองรับ
สถานการณ์ฉุกเฉิน

สำนักคอมพิวเตอร์และเทคโนโลยีสารสนเทศ
มหาวิทยาลัยเทคโนโลยีพระจอมเกล้าพระนครเหนือ




